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Chapter 1. Introduction

Before You Use This Product

When you first open the product’s package, verify that all the accessories listed on
the “Package Contents” of “Quick Installation Guide” are included. Before installing
the NVR, please read the instructions in the “Quick Installation Guide” to avoid
misuse and then follow the instructions in the “Hard Disk Installation” section to
avoid damages due to faulty assembly or installation.
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1.1Hardware Description

1.1.1 DS-2000 Series
DS-2005/DS-2009/DS-2012/DS-2016
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Figure 1-1. Front & Rear View of DS-2000 Series

Figure LED indicators: LAN, eSATA, HDD1, HDD2
Power button

USB BACKUP button- Auto video backup

USB 2.0 X1 (Support auto video backup)

HDD1

HDD2

Gigabit LAN

USB 2.0x 2

eSATA x 2 (reserved)

DI/DO (4 in 2 out)

1 Top to bottom: Vec5V, GND, DI-1, DI-2, DI-3, DI-4, DO-1, DO-2

Reset button
Power connector

K-lock security slot
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1.1.2 DS-4000 Series
DS-4005/DS-4009/DS-4012/DS-4016
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Figure 1-2. Front & Rear View of DS-4000 Series

LED indicators: LAN, eSATA, HDD1, HDD2, HDD3, HDD4
Power button

USB BACKUP button- Auto video backup
USB 2.0 x 1 (Support auto video backup)
HDD1

HDD2

HDD3

HDD4

Gigabit LAN

USB 2.0x2

eSATA x 2 (reserved)

DI/DO (4 in 2 out)

1 Top to bottom: Vcc5V, GND, DI-1, DI-2, DI-3, DI-4, DO-1, DO-2

Reset button
Power connector

K-lock security slot
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1.1.3 DS-1100 Pro Series
DS-1105 Pro/DS-1109 Pro/DS-1112 Pro/DS-1116 Pro/DS-1120 Pro/DS-1125 Pro

Figure 1-3. Front & Rear View of DS-1100 Pro Series

Power button

LED indicator: HDD
USB 2.0 x2

Power connector
USB3.0x2

DVI (reserved)
eSATAx 1

HDMI x 1

Gigabit LAN

USB 2.0x2

. Audio mic input

© 0 N ULk LR
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. Audio output
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1.1.4 DS-2100 Pro Series
DS-2105 Pro/DS-2109 Pro/DS-2112 Pro/DS-2116 Pro/DS-2120 Pro/DS-2125 Pro

Figure 1-4. Front & Rear View of DS-2100 Pro Series

Power button

LED indicator: HDD
USB 2.0 x2

Power connector
USB3.0x2

DVI (reserved)
eSATAx 1

HDMI x 1

Gigabit LAN

USB 2.0x2

. Audio mic input
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. Audio output
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1.1.5 DS-4200 Pro Series
DS-4205 Pro/DS-4209 Pro/DS-4212 Pro/DS-4216 Pro/DS-4220 Pro/DS-4225
Pro/DS-4232 Pro

Figure 1-5. Front & Rear View of DS-4200 Pro Series

LED indicators: LAN1, LAN2, eSATA, HDD1, HDD2, HDD3, HDD4
Power button

USB BACKUP button - Auto video backup
USB 2.0 x 1 (Support auto video backup)
USB2.0x1

HDD1

HDD2

HDD3

HDD4

Gigabit LAN x 2

USB2.0x 4

eSATA x 2 (reserved)

. VGA output

HDMI output

DI/DO (4 in 2 out)

© 0 N U WDNPR
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1 Top to bottom: Vcc5V, GND, DI-1, DI-2, DI-3, DI-4, DO-1, DO-2

16. Reset button
17. Power connector

18. K-lock security slot
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1.1.6 DS-8200-RM Pro Series
DS-8209-RM Pro/ DS-8212-RM Pro/ DS-8216-RM Pro/ DS-8220-RM Pro/ DS-8225-RM
Pro/DS-8232-RM Pro
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Figure 1-64. Front & Rear View of DS-8200-RM Pro Series

LED indicators: LAN1, LAN2, eSATA, HDD1, HDD2, HDD3, HDD4, HDD5, HDDS,
HDD7, HDD8

Power button

USB BACKUP button - Auto video backup

USB 3.0 x 1 (Support auto video backup)

HDD1

HDD2

HDD3

HDD4

HDD5

. HDD6

. HDD7

. HDDS8

. Gigabit LAN x 2
.USB2.0x4

. eSATA x 2 (reserved)
. VGA output

. HDMI output

. DI/DO (4 in 2 out)

Right to left: Vcc5V, GND, DI-1, DI-2, DI-3, DI-4, DO1, DO2
—
Reset button

Power connector
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1.2 LED Indicators Status

1.2.1 DS-2000 Series
DS-2005/DS-2009/DS-2012/DS-2016

Link/ Link/
Speed Activity
LED LED

Figure 1-5. DS-2000 Series Front Panel & RJ-45 Port

LED on Front Panel

LED LED Color & Status Indicate
Off LAN Link is not established
LAN LAN Link is established
LAN is being accessed
CSATA Off No data transmission
The eSATA device is being accessed
Off Hard disk drive device is not established
Green Hard disk drive is ready to be accessed
HDD1 |Green blinking Hard disk drive data is being accessed
HDD2 Hard disk drive error occurs
(Blinking with 0.5Hz)
Hard disk drive failure and need to be removed
Off Power Off
Power |Green Power On
System error occurs
Off USB device is not detected
Blue USB device is ready
BACKUP - NVR data is being copied to the USB device
Blue blinking o )
(Blinking with 1Hz)
;Backup error occurs

8
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LED on RJ-45 Port on Rear Panel

& Note:

LED LED Position LED Status Indicate
Off LAN Link is not established
Link/Activity — -
LAN ) Yellow LAN Link is established
(Right LED)
Yellow blinking  |LAN Activity is occurring
10M/100Mbps connection or no
Speed Off ]
LAN connection
(Left LED) -
_1000Mbps connection

**USB BACKUP will beep and process after long pressing BACKUP button for 3

seconds.

**To turn off your NVR, long pressing power button at least 2 seconds.

**To turn on your NVR, long pressing power button at least 3 seconds.
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1.2.2 DS-4000 Series
DS-4005/DS-4009/DS-4012/DS-4016

Link/ Link/
Speed Activity
LED LED

Figure 1-6. DS-4000 Series Front Panel & RJ-45 Port

LED on Front Panel

LED LED Color & Status Indicate
Off LAN Link is not established
LAN LAN Link is established
LAN is being accessed
CSATA Off No data transmission
The eSATA device is being accessed
Off Hard disk drive device is not established
HDD1 |Green Hard disk drive is ready to be accessed
HDD2 |Green blinking Hard disk drive data is being accessed
HDD3 Hard disk drive error occurs
HDD4 Blinking with 0.5Hz
Hard disk drive failure and need to be removed
Off Power Off
Power |Green Power on and NVR System is ready
4_System error occurs
Off USB device is not detected
Blue USB device is ready
BACKUP e NVR data is being copied to the USB device
Blue blinking o )
(Blinking with 1Hz)

10
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LED on RJ-45 Port on Rear Panel

LED LED Position LED Status Indicate
Off LAN Link is not established
Link/Activity — -
LAN ) Yellow LAN Link is established
(Right LED)
Yellow blinking ~ |LAN Activity is occurring
10M/100Mbps connection or no
Speed )
LAN Off connection
(Left LED) -
_1000Mbps connection

*USB BACKUP will start and beep after 3 seconds user presses BACKUP button.

**To turn off NVR, users need to press power button at least 2 seconds.

***To turn on NVR, users need to press power button at least 3 seconds.

1.2.3 DS-1100 Pro Series
DS-1105 Pro/DS-1109 Pro/DS-1112 Pro/DS-1116 Pro/DS-1120 Pro/DS-1125 Pro

Figure 1-7. DS-1100 Pro Series Front Panel

ACT/LINK SPEED

LAN Port LED Indications
Activity/Link LED SPEED LED LED hED
Status |Description Status [Description
Off No Link Off 10Mbps connection
Blinking|Data Activity Off 100Mbps connection
On 100Mbps connection|Yellow |1Gbps connection LAN Port

& Note:

**To turn off your NVR, long pressing power button at least 2 seconds.

**To turn on your NVR, long pressing power button at least 3 seconds.

11
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1.2.4 DS-2100 Pro Series
DS-2105 Pro/DS-2109 Pro/DS-2112 Pro/DS-2116 Pro/DS-2120 Pro/DS-2125 Pro

Figure 1-8. MX-1000 Series Front Panel

LAN Port LED Indications
Activity/Link LED SPEED LED
Status |Description Status |Description
Off No Link Off 10Mbps connection
Blinking|Data Activity Off 100Mbps connection
On 100Mbps connection|Yellow |1Gbps connection
& Note:

ACT/LINK SPEED
LED LED

LAN Port

**To turn off your NVR, long pressing power button at least 2 seconds.

**To turn on your NVR, long pressing power button at least 3 seconds.

12
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1.2.5 DS-4200 Pro Series

DS-4205 Pro/DS-4209 Pro/DS-4212 Pro/DS-4216 Pro/DS-4220 Pro/DS-4225
Pro/DS-4232 Pro

Link/ Link/
Speed Activity
LED LED

Figure 1-7. DS-4200 Pro Series Front Panel & RJ-45 Port

LED on Front Panel

LED LED Status Indicate
Off LAN Link is not established
LAN1
LAN Link is established
LAN2
LAN activity is occurring
Off No data transmission
eSATA —
The eSATA device is being accessed
Off Hard disk drive device is not ready
HDD1 |Green Hard disk drive is being accessed
HDD2 |Green blinking Hard disk drive data is being accessed
HDD3 Hard disk drive error occurs
HDD4 (Blinking with 0.5Hz)
Hard disk drive failure and need to be removed
Off Power Off
Power |Green Power On
System error occurs
Off USB device is not detected
Blue USB device is ready
BACKUP - The NVR data is being copied to the USB device
Blue blinking o )
(Blinking with 1Hz)
_IBackup error occurs

13
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LED on RJ-45 Connection at Rear Panel

LED LED Position LED/State Indicate

Off LAN Link is not established
LAN1 Link/Activity

) Yellow LAN Link is established

LAN2 (Right LED)

Yellow Blinking LAN activity is occurring

Off 10Mbps connection or no connection
LAN1 Speed -

Green 100Mbps connection
LAN2 (Left LED)

;moomps connection

*USB BACKUP will start and beep after 3 seconds user presses BACKUP button.
**To turn off NVR, user needs to press power button at least 2 seconds.

14
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1.2.6 DS-8200-RM Pro Series
DS-8209-RM Pro/ DS-8212-RM Pro/ DS-8216-RM Pro/DS-8220-RM Pro/ DS-8225-RM
Pro/DS-8232-RM Pro

Link/ Link/
Speed Activity
LED LED

Figure 1-8. Front View of DS-8200-RM Pro Series & RJ-45 Port

LED at Front Panel

LED LED Status Indicate
Off LAN Link is not established
LAN1
LAN Link is established
LAN2
LAN Activity is occurring
Off No data transmission
eSATA
The eSATA device is being accessed
HDD1 |Off Hard disk drive device is not ready
HDD2  |Green Hard disk drive is being accessed
HDD3 Hard disk drive error occurs
HDD4 Blinking with 0.5Hz
HDD5
HDD6
HDD7 Hard disk drive failure and need to be removed

HDDS8

Off Power Off

Power |Green Power On

System error occurs

Off USB device is not detected
Blue USB device is ready

BACKUP - The NVR data is being copied to the USB device
Blue blinking

(Blinking with 1Hz)

15
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LED on RJ-45 Connection at Rear Panel

LED LED Position LED/State Indicate

Off LAN Link is not established
LAN1 Link/Activity

) Yellow LAN Link is established

LAN2 (Right LED)

Yellow Blinking LAN activity is occurring

Off 10Mbps connection or no connection
LAN1 Speed -

Green 100Mbps connection
LAN2 (Left LED)

;moomps connection

*USB BACKUP will start and beep after 3 seconds user presses BACKUP button.
**To turn off NVR, user needs to press power button at least 2 seconds.
*** The LED in the HDD trays are reserved.

16
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1.3 HDMI and VGA connection
DS-4200 Pro Series and DS-8200-RM Pro Series provide HDMI and VGA port for local

display. Users can connect both of HDMI and VGA at the same time for video output.

Scenario A: If both monitors are Full HD(1920x1080),those will be shown as Full HD.
Scenario B: If both monitors are XGA (1024x768), those will be shown all as XGA.

Scenario C: If one of monitors is 1920x1080 and another is 1024x768, both monitors
are set as 1024x768

--- Single Monnor--—-- --- Dual Monitors A--——
1920 x 1080 2024768 1920 x 1080 1920 x 1080
m ] ' Sand S
--- Dual Monitors B---- --- Dual Monitors C--—-
1024 x 768 1024 x 768 1024 x 768 1024 x 768

- and- Sand -

17
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Chapter 2. NVR Installation

2.1 System Requirements

The following information is the minimum level of system requirements for a

personal computer to operate DIGISTOR in better performance:

Operating System

Microsoft® Windows® XP/ Vista/ 7

Browser

Microsoft® Internet Explorer 7.0 or above (32-bit)

CPU

For channels under 16 : Intel® Dual core CPU 3.0 GHz or above.

For channels over 16 : Intel® i5/i7 CPU 3.3 GHz or above.

Network

Minimum 10/100 Ethernet (Gigabit Ethernet is recommended)

& Note: * User is suggested to connect cameras and NVR with Gigabit switch.
Memory

For channels under 16 :DDR3 4G or above.

For channels over 16 : DDR3 8G or above

Graphics Adapter
AGP or PCI-Express, minimum 1024x768, 16 bit colors, 1G memory or above
& Note: It is highly recommended to use a graphics adaptor which provides
higher than resolutions 1024 x 768 in order to experience the full benefits of the
software.
Make sure the display DPI setting is set to default at 96DPI
To set DPI value, right-click on desktop, choose “Settings” tab >>
“Advanced” >> “General.”
CD-ROM Drive
It is necessary to read the operating instructions in the provided CD-ROM.
Adobe Reader
It is necessary to read the operating instructions in the provided CD-ROM.
The audio function will not work if a sound card is not installed in the PC.

Audio may be interrupted depending on network traffic.

18
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2.2 Connect to DIGISTOR

To begin, please insert the product CD-ROM in a PC to access the Quick Guide, User

Manual and install the utilities. As user runs the product CD, the following menu is

displayed.

DIGIEVER

English

2.2.1 Quick Guide

[ —
Click “Quick Guide” to enter the folder and double click the file
to open. Please read Quick Guide to quickly understand the process of NVR

installation.

2.2.2 Install EZ Search

Click “Install EZ Search” to find DIGISTOR in the network. Please
follow the instructions to install and EZ Search will run automatically.

19
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DIGIEVER

Welcome to the InstallShield Wizard for EZ Search

The InstaliShield Wizard will install EZ Search on your computrer. Click Next to continue or Cancel to
exit the Installation Wizard.

When installing EZ Search, Shield Wizard window for EZ Search will pop up.

Click “Next” to continue installation.

End-User License Agreement

IMPORTANT - READ CAREFULLY

This End-User License Agl it (the “Agt ") is a legal between you (either an individual Ly
of an entity) and BRICKCOM CORPORATION. (*BRICKCOM®) regarding the use of the BRICKCOM's

software, entitled EZ Search, version 1.0.0.3, which may include user documentation provided in “online” or
electronic form (the *Software). By clicking the button marked *| ACCEPT” or *YES” below, you agree to be
bound by the terms of this Agreement. If you do not agree to the terms of this Agreement, please do not

install or use the Software.

1. Grand of License

| This Agreement permits you to use one copy of the specified version of the Software, for internal purpose
only, on only one computer, and only by one user, at a time. If you have purchased multiple licenses for the
Software, then at any time you may have as many copies of the Software in use as you have licenses. If
you obtain the Software together with a hardware product, you are allowed to use the Software as a part
of the hardware according to this Agreement. The Software is “in use” on a computer when it is loaded into
ithe temporary memory (i.e. RAM) or installed into the permanent memory (e.g. hard disk, CD-ROM, or other
storage device) of that computer.

In the event BRICKCOM provides you the upgrade for the Software, you may use the resulting upgraded
Software onlv in accordance with the terms of this Acreement.

‘© | accept the terms of the license agreement

'® | do not accept the terms of the license agreement

Instal

Read the license agreement and click “I accept the terms of the license agreement”.
Click “Next” to continue installation.

20



DIGISTOR

Choose Destination Location

Select folder where setup will install files

. Install EZ Search to:
C:\Program Files (x86)\DIGIEVER\EZ Search

Select a location of destination and select a folder where the setup can install files.
The default location is: C:\Program Files (x86)\DIGIEVER\EZ Search. Users can also
install EZ Search in other folder by clicking “Change” and select a location as below.
Click “OK” to save the setting.

Please select the installation folder.
Path:
AProgram Files (xB61\DIGIEVERIEZ Search

Directories:

& | ) Cisco
b g Cisco Systems
v | ) Common Files
2 | {) Digiever
| {) Playback
> | {) FileZilla FTP Client

Once a folder is selected, please click “OK” to continue installation.

21
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Setup Status

The InstallShield Wizard is installing EZ Search

C:\.{EEB5485C-816F-4A83-A374-CAC428E6925F}\_setup.dil

I

The window shows that the Install Shield Wizard is installing EZ Search.

Please wait until the Wizard completes the installation.

InstallShield Wizard
InstallS Nizard Complete

The InstaliShield Wizard has successfully installed EZ Search. Click Next to continue.

[6d Create Desktop Shortcut

[cd Create Quick Launch Shortcut
[ Create StartMenu Shortcut

The Install Shield has successfully installed EZ Search. Select “Create Desktop
Shortcut”/ “Create Quick Launch Shortcut”/ “Create Start Menu Shortcut” and
please click “Next” to continue.

22
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Installation Complete

Thank you for choosing DIGIEVER.

[ Launch application when done installing

The installation is complete. Please click “Launch application when done installing”
to execute EZ Search.

After finishing the setup, the window of EZ Search will pop up.
Easy Search will execute automatically and show NO., Name, IP Address, Mac
Address and Model name of connected DIGISTOR.

File Setting Option Help

Stand-alone NVR List
MO Mame IP Address Mac Address Model Name Search

Setting

Connect

Users can click “Search” to search NVR.

23
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Introduction of EZ Search

EZ Search provides three kinds of toolbars for users:
1. File

Meer T o

Filel Setting Option Help

Stand-alone NVR List

MO MName IP Address Mac Address Model Mame Search
Setting
Connect

You can click “Exit” to leave EZ Search and close the window.

2. Setting
Configure UPnP and Network by clicking “Setting” in the top left or in the middle

right.
B EasySearch SRS
File Setting Help

Stand-alone MYR List

NO MName IP Address Mac Address Model Name

1 |Dsooshaasoofie [ 192.188.1.238 90:2b:34:50:0Fi1e | D5-17025 Series
D5-50e5494c8f24 192,168, 1. 245 50:e5:49:4c:8f: 24 D5-4225 Pro Series
D5-0050435a171a 192,168.1.70 00:50:43:5a:17:1a D5-4025 Series
D5-20107a920413 192,1568.1.248 20:10:73:92:04:13 D5-4016 Series
D5-20107a5920422 192.168.1.83 20:10:73:92:04: 22 D5-4025 Series

24
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& Note: Users will be prompted to enter the login information of NVR
before being allowed to change the setting.

File Setting Option Help

Stand-alone NVR. List

Mame IP Address Mac Address ?fﬁ_ﬂf?ﬁme
D5-202h34500f1e Login - 2 | leeries

DS-50e5494c8f24 ro Series

DS-0050435a171a leries
Username

D5-201072920413 leries

D5-20107a920422

Password Ees

When accessing the NVR setting, users will be prompted to enter
username and password. For the first-time use, the default username and
password are admin/admin. When the correct username and password
have been entered, click “Login” to continue.

rLogin g S| |

Username admin

Password sones

[ _togn | [ concel |
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1) UPnP

Universal Plug and Play (UPnP) simplifies the process of adding a NVR to a local
area network. Once connected to a LAN, NVR will automatically appear on the

internet. You can rename UPnP Name on the DIGISTOR. Click “OK” to finish the
setting.

-

UPNP | Network

I UPnP Name DIGISTOR-4225 Pro

2) Network
Two models are provided for setting the network: DHCP and Static IP.

3. Option

Stand-alone MVR List

Name IP Address Mac Address Model Mame Search
D5-50e5434c324 192.158.1.246 50:e5:49:40:8f124 D5-4225 Pro Series |W|
NVR20107a371cco 192,168.2.63 90:2b:34:50:0f:40 D5-4225 Pro Series e
D5-20107a920413 192.168.1.248 200101 73:92:04: 13 D5-4016 Series |m|
DS4ux 192,168.1.61 00:1e:7a: 1fid1:bb D5-4036 Series —_—
D5-201075920422 192.168.1.83 200101 72:92:04:22 D5-4025 Series
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Option provides twelve languages

File Setting [Option] Help

| Language English

E- Lo
Stand-alone NVR List gx=

ame Deutsch 5 Mode! Name i Search i

DS-50e5494c3f24 Mederlands D5-4225 Pro Series
NVR20107a371cc6 R DS-4225 Pro Series
DS-201072920413 g DS-4016 Series
DS-Lux Francais D5-4036 Series
DS-20107a920422 Italiano DS-4025 Series

Polski

Setting

Connect

Espafiol
FFEPx

mIﬂﬂ

Once you click “Connect” or double click the selected NVR list, IE browser will pop

up automatically for the web-based interface.

2.2.3 Install S-NVR Decoder

Click “Install S-NVR Decoder” to install decoder and follow the
instructions to setup.

DIGIEVER

Welcome to the InstallShield Wizard for S-NVR Decoder

The InstallShield Wizard will install S-NVR Decoder on your computrer. Click Next to continue or
Cancel to exit the Installation Wizard

Install Shield Wizard window will pop up and please click “Next” to continue
installation.
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License Agreement

Ple read the following license agreement carefully

InstaliShiz!

End-User License Agreement

IMPORTANT - READ CAREFULLY

This End-User License Agl it (the “Agt ") is a legal between you (either an individual Ly

of an entity) and BRICKCOM CORPORATION. (*BRICKCOM®) regarding the use of the BRICKCOM's
software, entitied S-NVR Decoder, version 1.0.6.8, which may include user documentation provided in
“online” or electronic form (the *Software”). By clicking the button marked I ACCEPT” or “YES® below, you
agree to be bound by the terms of this Agreement. If you do not agree to the terms of this Agreement,
please do not install or use the Software.

1. Grand of License

| This Agreement permits you to use one copy of the specified version of the Software, for internal purpose
only, on only one computer, and only by one user, at a time. If you have purchased multiple licenses for the
Software, then at any time you may have as many copies of the Software in use as you have licenses. If
you obtain the Software together with a hardware product, you are allowed to use the Software as a part
of the hardware according to this Agreement. The Software is “in use” on a computer when it is loaded into
ithe temporary memory (i.e. RAM) or installed into the permanent memory (e.g. hard disk, CD-ROM, or other
storage device) of that computer.

In the event BRICKCOM provides you the upgrade for the Software, you may use the resulting upgraded
Software onlv in accordance with the terms of this Acreement.

‘© | accept the terms of the license agreement

‘® | do not accept the terms of the license agreement

Read license agreement and click “I accept the terms of the license agreement.”

Click “Next” to continue installation.

| S-NVR Decoder - Inste

Setup Status

InstaliShiz!

The InstaliShield Wizard is installing S-NVR Decoder

The installation Wizard is installing S-NVR Decoder.
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Installation Complete

Thank you for choosing DIGIEVER.

The installation is complete. Please click “Finish” to close the window.

2.2.4 User Manual

Click “User Manual” to open the folder and double-click on user
manual file to read.

2.2.5 Browse CD
Click “Browse CD” to open the folder of current Autorun.exe file.
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2.2.6 Activate Live View Service
1. Connect to NVR

After setting the EZ Search and S-NVR Decoder, users can connect to the web-based

interface by the following two options: EZ Search or IE browser

1) EZ Search

Once you click “Connect” or double click the selected NVR list, the IE
browser will pop up automatically.

, ,

File Setting Option Help

Stand-alone NVR. List

NO Name IP Address Mac Address Model Name Search
D5-802h 34500 1= 192,168.1.238 90:2b:34:50:0f: le | DS-17025 Series.

2 DS-50e5494caf24 192.168.1.246 50:e5:49:4c:8:24 D5-4225 Pro Series m

D5-0050435a171a 192.168.1.70 00:50:43:53:17:1a D5-4025 Series

3
4 DS-201072920413 192.168.1.248 20:10:72:92:04:13 D5-4016 Series
5

D5-201072920422 192.158.1.83 20:10:75:92:04:22 D5-4025 Series

2) IE browser

Log in to the system by entering its IP address in IE browser.

2. Enter username and password:

For first-time use, the default username and password are “admin/admin.”
3. Select the languages for the Ul.

Usemame N

Password I

W Remember Username and Password

English |__cancel |

R Corporation. All Rights Reserved
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4. Allow ActiveX Control

After logging in the NVR, users are recommended to install ActiveX control for the
first-time installation.

1) Left-click on the description “This website wants to run the following
add-on: ‘NVR ActiveX’ from ‘DIGIEVER Corporation’.....”

il

= v Pagev Sefety~ Toolsw v

X'from 'DIGIEVER Corporation’ . f you trust the website and the add-on and want to allow it to run,

2) Left-click on the description “Run Add on.”
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3) Left-click “Run” to use licensed ActiveX controls.

8 Live View - Windows Intemet Explorer

QU e

192168.1.245

e: N

Publisher: DIGIEVER Corporation

@ @ Internet | Protected Mode: On
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2.3 Quick Configuration

After users log in DIGISTOR and install the ActiveX control, the system will direct you
to set Quick Configuration in five main steps. Follow the instructions of the Overview
of wizard to complete system setup.

2.3.1 Start
System will lead you to “Start” from the drop-down menu of Configuration Utility to

Configuration Utility

¥ Quick Configuration

> Network Settings

begin.

> Server Settings

> Date & Time

> Disk Management
> Camera Settings

> Finish

To initial the configuration, please study the Overview of wizard first. Through five

steps, the wizard will guide you to set up the system quickly.

Quick Configuration - Start
Quick Configuration

--QOverview of wizard--

Welcome to the quick configuration wizard. This wizard will guide you through the following steps
to configure this system quickly.

1. Network Settins; Including the IP address, subnet mask, default gateway IP address, and
primary DNS.

2. Server Settings; The name represents this server, and change the administrator password.
3. Date/Time; The time settings, enter the date, time, or selects time zone for this server.
4. Disk Management; Initialize the disk volume on this server.

5. Camera settings; Add the IP cameras to be used for this server.

Back Configuration m

Click “Start” in Overview of wizard page to begin Quick Configuration.
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2.3.2 Network Settings
Please select “Network Settings” from the drop-down menu of Configuration Utility

Configuration Utility

¥ Quick Configuration

to begin.

> Start

> Server Settings

> Date & Time

> Disk Management
> Camera Settings

> Finish

Users need to adjust the settings in the Network Setup page in order to let NVR work

properly within network.

Quick Configuration - Network Setup

Nelwork Setup

Network Setup

Internet Protocol I ) Obtain an IP address automaticallyl t' Specify an IP address I

[FETEE 1192 168.1.245

Default Gateway IP Address
Primary Domain Name Server
Secondary Domain Name Server l:]

Tip: To allow this server to be used for NTP or SMTP servers, you must provide the IP address of the primary
DNS server and Default Gateway. The settings will be applied after you clicked the “Next” button.

*  There are 2 methods to configure IP address
1. Obtain an IP address automatically (NVR Default)
Obtain an available dynamic IP address assigned by a DHCP server. If this option
is selected, DIGISTOR will automatically obtain an available dynamic IP address
from the DHCP server once it connects to the network.
2. Specify an IP address.
If there is no DHCP server existing in network environments, the static IP
address will be given as 192.168.1.245. It should be adaptable in most
networking environment, and user can choose to maintain the default IP
address or change it in this page. However, it’s recommended setting different
IP address of DIGISTOR if there is more than one DIGISTOR in the same LAN.
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To assign a static IP address to the DIGISTOR:

1. Select “Specify an IP address”

2. Enter the IP address, Subnet Mask, Default Gateway IP Address and DNS server
address.

3. If IP Address is changed, user needs to log out DIGISTOR and login in again.
Click “Next” to proceed with the configuration.

2.3.3 Server Settings
Please select “Server Settings” from the drop-down menu of Configuration Utility to

Configuration Utility

¥ Quick Configuration

begin.

> Start

> Network Settings
> Date & Time

> Disk Management
> Camera Settings

> Finish

Quick Configuration - Server Settings

I

Server name with UPnP

Enabled Q|
EENEANEIEE DIGISTOR-4225 Pro (max size: 32 characters)

Tip: To create a unique name for this server. The settings will be effective when you confirm on button Next.

Password Settings

WECVEWEN admin  [C] Use the original password

New Password (max size: 15 characters)

Retype Password

Tip: If you select Use the original password, the administrator password will not be changed. Otherwise, the
settings will be effective when you confirm on button Next.

([ Back [ nNext |
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*  Server name with UPnP
Universal Plug and Play (UPnP) simplifies the process of adding a NVR to a local area
network. Once connected to LAN, the DIGISTOR will automatically appear on the

internet. User can select to enable the function with UPnP and edit a sever name.

*  Password Settings

Each NVR comes with a built-in “admin” account with password “admin.” It’s highly
recommended to change the password upon the initial login. Enter a new password
in the “New Password” field and enter it again in “Retype Password.” Since you

confirm “Next,” the administrator password will be changed.

2.3.4 Date & Time

Please select “Date & Time” from the drop-down menu of Configuration Utility to

Configuration Utility

¥ Quick Configuration

begin.

> Start

> Network Settings
> Server Settings

> Disk Management
> Camera Settings

> Finish

1. Manual setting
Use the drop-down list and configure the time manually. Select the Year, Month,

Date and Time. Time setting will be effective when you click “Next.”

Quick Configuration - Date/Time

-iﬁ- Time Zone

Date and Time Setting by Manual

VCEE 2004 -

Month S

Day g

EN 15 ~- 27 ~- 6~
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2. Time Zone: Synchronize with an Internet time server automatically.
Select the time zone of your area and update the date and time of the DIGISTOR
automatically with an NTP server. User also has an option to automatically adjust

daylight saving time.

Quick Configuration - Date/Time

Manual -m

Time Zone

MEVALER (GMT+08:00)Beijing, Chongging, Hong Kong, Urumgi v

[7] Adjust clock for daylight saving changes | +2 ~ hours

NGEEVE time stdtime. gov.tw | network test :

l NTP server is alive I

Tip: Checked the network connection alive or not with Test.To ensure that the date and time of the
network cameras is synchronized with this service, please set up all network cameras by entering
the IP address of this service as their NTP server.

([ Back J[ next |

Configure the time and date by verifying and adjusting current local time and
daylight saving to avoid the following errors:

. Incorrect display time for playback videos.

. Inconsistent display time of event logs and when they actually occur.

Please enter the hostname of a valid NTP server to synchronize the server time with
an Internet time server. NTP (Network Time Protocol) is a protocol to synchronize the

clocks of a computer system.

Built-in NTP server in NVR
DIGISTOR NVR provides the NTP server function for client device to synchronize the
time clock. It helps to maintain the same time schedule in surveillance system.

Date & Time

Setup -m

Time Zone Setup

M EVALEN (GMT+08:00)Taiwan v

("] Adjust clock for daylight saving changes * | hours

Synchronize with external NTP server UGRS3 X ALY

NVR built-in NTP server REr&:xx:7

( Apply | Reset |
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2.3.5 Disk Management
Please select “Disk Management” from the drop-down menu of Configuration

Configuration Utility

¥ Quick Configuration

Utility to begin.

> Start

> Network Settings
> Server Settings
> Date & Time

> Camera Settings

> Finish

If hard disk is not installed in NVR, the page will show “Disk doesn’t exist.”

Quick Configuration - Disk Management

| Disk doesn't exist |

( Back J[ nNext ]

Once an available hard disk drive is inserted into the tray, Disk Information will show

in Device Information and users can start to create new RAID Disk.

1. Disk Information

Quick Configuration - Disk Management

Disk Information Create _

Device List Device Information.

B HDD List
“ 6VV49Y14 [465.76 GB]

HDD Model gjgelsliiickblo:)
EEUERNLE 6VV49Y14
(o= Lol 465.76 GB
RIEUEN Ready

([ Back J[ nNext |

Device Information provides details of the hard disk drive: HDD Model, Serial NO.,
Capacity and Status.
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2. Create

Quick Configuration - Disk Management

Disk Information T

Device List Device Information.

B HDD List
= 6VV49Y14 [465.76 GB]

0BG El ST3500312CS
SEUERNTE 6VV49Y14
(o . £Vl 465.76 GB
RIEUEN Ready I

([ Back J[ nNext |

As the hard disk drive is available, the status of Device Information shows “Ready,”
which indicates the hard disk drive is ready to be created.

Please click “Create” to enter the window for building New RAID Disk and select the
hard disk drive in the Free HDDs field.

Disk Management

Disk Information

New RAID Disk
Assigned HDDs
5VX20DWX [931 GB]
Target RAID Disk
Big Drive(Linear) [0 GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerant(Raid5) [0 GB]
Fault Tolerant(Raid10) [0 GB]

RAID Modes

RAID-inear Y
Big Drive(Linear) R & ;
DATA b A 4 iz erformance(Raid0)
@,,D,.... e et CTEnE i e S

Tolerance(RAID-1/5/10)
Make disk volume with tolerance ability
F-Allow failed HDD(s)
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The selected hard disk drive in the Free HDDs field will be marked in blue and please
click [** to recruit the hard disk drive into Assigned HDDs field.

Disk Management

Disk Information Create

New RAID Disk

Assigned HDDs
5VX20DWX [931 GB] I
Target RAID Disk
Big Drive(Linear) [0GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerant(Raid5) [0 GB]
Fault Tolerant(Raid10) [0 GB]

RAID Modes

OATA
Big Drive(Linear) ¢ N Performance(Raid0)

AAID inea
O - Connect all drives to from a big disk =T—1N MK ek o vt betier baiGan
+ fun volime D [] + Il oo ake disk volume er performance

RAID.S

% il P Tolerance(RAID-1/5/10)
| = | Fl £ == ] £ L » > Make disk volume with tolerance ability
| | O P e 00

The selected hard disk drive in Assigned HDDs field will be marked in blue.

Target RAID Disk
Big Drive(Linear) [0 GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerant(Raid5) [0 GB]
Fault Tolerant(Raid10) [0 GB]

Meanwhile, Target RAID Disk is ready to build RAID disk and it shows five types of

disk configuration.

The introduction of disk configuration is in the below table.

Disk Configuration

Big Drive Big Drive is a collection of hard disk drives and does not provide
(Linear) any RAID protection. The data are written to the disks

continuously.

Performance | RAIDO is one larger volume with 2 or more hard disk drives. The

(Raid0) data are written to the hard disk drives without any parity
information. The total storage capacity is the sum of all hard disk
drives.

Fault 2 hard disk drives are required to create a RAID1 array. RAID1 can

Tolerant provide disk mirroring by duplicating the data between two hard

(Raid1) disk drives.
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Fault A minimum of 3 hard disk drives are required to create RAID5. The
Tolerant data are striped in all hard drives in a RAID5 array and the parity
(Raid5) information is stored in each drive. If a hard disk drive fails, the

array enters degraded mode. The data can be rebuilt from other

member drives after installing a new drive to replace the failed

one.

Fault Data are written in stripes across primary disks that have been
Tolerant mirrored to the secondary disks. A typical RAID 10 configuration
(Raid10) consists of four drives, two for striping and two for mirroring

RAID 10 is supported in DS-8200-RM Pro and DS-4200 Pro Series only.

Disk Management

Disk Information Create

New RAID Disk
Free HDDs Assigned HDDs
5VX20DWX [931 GB]
5=

Target RAID Disk
Big Drive(Linear) [0 GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerant(Raid5) [0 GB]
Fault Tolerant(Raid10) [0 GB]

RAID Modes

OATA
Big Drive(Linear) ¢ N Performance(Raid0)

AL inoa:
OXA: = Connect all drives to from a big disk
D +D+,," Yok B D # |#un Make disk volume with better performance

OATA DATA OATA
Tolerance(RAID-1/5/10)
f LA ) ] [" LA | "1 LA .. W | Make disk volume with tolerance ability
W - O ——

Select a type of disk configuration, and please click “Apply” to execute building new
RAID disk.

& Note: Don’t turn off the server or unplug any hard drives when RAID Disk is in

building process.

Please wait. The disk configuration is in a process.
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Disklnformation | Creoe [ Do |

Device List Device Information.

B RAID List
: ) ) FLUREVETER RAID A
= RAID A [Big Drive, 465.75 GB]
; (8-TY linear
~~HDD1

(o1l 465.75 GB

eI active

Action State geEEU

Background Activity [[f{d)[

H (D CEEN formatting ... 20% I

[ Back ][ nNext |

The progress is under “formatting....20%”. Please wait till 100%.

Disk Information ==
Device List Device Information.

Bl RAID List
: GEUBANETLER RAID A
El* RAID A [Big Drive, 465.75 GB]
i (KN linear
HDD1

(oo =11 465.75 GB

Status el

Action State gelEl]

Background Activity fgles(:]

ZLLICE create swap ]

([ Back ][ nNext |

The progress is in “Create swap” and is going to finish the disk building.

Disk Information = Delete

Device List Device Information.

B RAID List
: 2 > FOUSENETEN RAID A
B RAID A [Big Drive, 465.75 GB]
Level {lI
e S linear

(or:1 ETeivll 465.75 GB

Status Elsif

L LESECH clean

Background Activity Filals[3]

Progress [T |

( Back J[ nNext |

Finally, the RAID disk building is complete.

After the RAID disk is created, RAID List shows RAID Name and available storage
devices. Device Information provides status of the hard drive: RAID Name, Level,
Capacity, Status-Active, Action State, Background Activity and Progress-none.
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3. Delete
After the RAID Disk is created, “Delete” option is available.

If user is going to delete RAID disk, please refer to following description.

Remove RAID Disk

RAID Name RAID type Capacity Status
n RAID A Big Drive 465.75 GB active

ACil| Format ]

In “Delete” option, user can remove or format RAID disk by selecting the RAID disk.

In the table, RAID Name, RAID type, Capacity and Status are shown.

Remove
Click “Remove” to delete RAID Disk. Once “Remove” is clicked, a window will

pop up to ensure the execution.
Message from webpage &

(0] The RAID will be deleted. Are you sure?

° RAID A Big Drive 465.75 GB active

[ Remove || Format J

Please wait. The deletion is in a process.
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E HDD List
6VV/49Y14 [465.76 GB]

IR NI EN ST3500312CS
ECUERRNE 6VV49Y14
(or-1E:(e1ll 465.76 GB

If users want to change the RAID level setting, please click “Remove.” After the

RAID Disk is removed, the Status in Device information shows “Ready,” then

users can go back to Create page to continue the new RAID level configuration.

& Note: Once you remove the disk and continually create it, the recorded
video will be formatted.

. Format

Click “Format” to format the RAID disk, all recorded videos will be deleted.

Quick Configuration - Disk Management

Disk Information _ Delete

Remove RAID Disk

RAID Name RAID type Capacity Status

@ RAID A Big Drive 465.75 GB active

=

Once “Format” is clicked, a window will pop up to ensure the execution.
Message from webpage ﬂ

fO\ The volume will be formated Are you sure?

To format RAID disk, click “OK” to continue.
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Quick Configuration - Disk Management
[ e |
Please wait.....

) RAID A Big Drive

Remove RAID Disk

active

( Remove ][ Format ]

Hard disk drive is formatting.

Please wait for formatting until 100%.

Disk Information = Delete

Device List Device Information.

B RAID List
: GEURRNELEE RAID A
B RAID A [Big Drive, 465.75 GB]
: (BT linear
~ HDD1

(o= EleiVll 465.75 GB
SEIN active |
e REICY clean

Background Activity illI:}

Progress [lslyt:)

([ Back ][ next |

After the RAID disk is formatted, device Information shows status- “active”.
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2.3.6 Camera Settings
Please see Chapter 5.1.1.

2.3.7 Finish

Please select “Finish” from the drop-down menu of Configuration Utility to begin.

Configuration Utility

¥ Quick Configuration
> Start
> Network Settings
> Server Settings
> Date & Time
> Disk Management

> Camera Settings

Once five steps of Quick Configuration are completed, the window will show the
completed status. You can click “Back” to return to the previous steps to modify the

configuration or click “Start Live view” to start monitoring.

Quick Configuration - Finish

Quick Configuration

--Completed--

The settings you have made to server are show as below. Click Start Liveview to monitoring, or
click Back to return to the previous steps to modify the settings. If you want to modify other items,
please click Configuration at rigth top

Step 1 - Network Setup
(LCGEE 6Tl Specify an IP address
UGN 192.168.1.245
STLGEAERY 255.255.255.0
Default Gateway IP Address [itrA:RR]
Primary Domain Name Server [gk7R[: R}

Secondary Domain Name Server

Step 2 - Server Settings

CENEAVEEY DIGISTOR-4225 Pro

Step 3 - Date/Time
L CLLES (GMT+08:00)Beijing, Chongging, Hong Kong, Urumgi

REG R RN 2011/8/18 3:50:31

Step 4 - Disk Management

Disk Configuration QIGEEIR(ETRRIIT)]

Step 5 - Camera Settings

|ZHe= 1 EEN You have configured 2 camera(s)

([ Back J[ startLiveview |

To review the setting or information of Quick Configuration, user can also select
“Quick Configuration” in the left of the Configuration main page.

¥ Quick Configuration

> Quick Configuration
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Chapter 3.

Use DIGISTOR by Local Display

NVR can be connected to a monitor via HDMI and VGA port to execute quick

configuration and display live view.

& Note: Local display feature is supported by DIGISTOR Pro Series only, including
DS-1100 Pro, DS-2100 Pro, DS-4200 Pro Series and DS-8200-RM Pro

Series.

To start local display, please check the steps below:

1. Please install at least one hard disk drive in your DIGISTOR.

2. Connect DIGISTOR and IP cameras to the network.

3. Make sure the HDMI or VGA monitor is connected to the port (HDMI or VGA) of

DIGISTOR rear panel.

Please connect a USB mouse to the USB port of DIGISTOR.

Please connect power cord and connector to turn on DIGISTOR.

When you enter the log in interface of DIGISTOR, please enter default user name

“admin” and password “admin” and select languages.

3.1 Log in DIGISTOR NVR

Users have to key in the correct username and password to login NVR

Resolution:

Password

P —

B Anonymous

B Remember Username and Password

m v Log In Cancel
1024x768 | ¥

User can select the resolution 1920x1080 or 1024x768 in login page, when the
monitor supports both types of resolution.

47



DIGISTOR

3.1.1 Anonymous login
Anonymous login allows users to login without username and password.

~
——

User Name

Anonymous
B Remember Username and Password

i~ Login B cancel_|

1024x768 |V

Anonymous user can only view live monitoring and playback page in local monitor,
however, the configuration page will be disable. While anonymous login is applied,

system will automatically log in without authorization process after boot up.

Start to setup the anonymous login
A. Please go to the user management page of remote web browser, and go to
Advance Settings. Check the “Enable Anonymous Access .“

Users Management

Create Users Modify Users Change Password

Advance Settings

Advance Settings

Local Display Settii gs | ble Anonymous Access

B. Enable the “Anonymous” at the local display login page, and then log in.

Anonymous
= Remember Username and Password

[y~ | togin [ cance ]
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3.1.2  \Virtual Keyboard

Users can choose to use USB keyboard for typing in local display of DIGISTOR, or fill
out columns with virtual keyboard. The virtual keyboard in local display can be
enabled from the right side of each column.

M Anonymous
M Remember Username and Password

There are 3 types of virtual keyboard can be chosen, including Upper case, Lower
case and Symbols.

-Upper case -Lower case -Symbols

JOEDEOODEEEOOjoooDOOODODEOpjODODEBEEREED
gE0GEE0000 0E0|oooooonon oppl EEEEEE0EN O
flogooooonE ppgol COREREEEE O
FIEENCIE) papl PEESNEIE D

oo
a8
an
an

49



DIGISTOR

3.2 Quick Configuration

After you log in local display of DIGISTOR, the system will direct you to set Quick

Configuration in five main steps. Follow the instructions of the Overview of wizard to

complete the system setup.

Please refer to chapter 2.3 Quick Configuration for more information.

3.2.1 Start

To begin, please study the Overview of wizard and the wizard will guide you through

five steps to configure the system quickly.

Click “Start” in Overview of wizard page to begin Quick Configuration.

Configuration Utility Quick Configuration - Start
< Quick Configuration Quick Configuration

el ST --Overview of wizard--
> Server Settings
> Date & Time Welcome to the quick configuration wizard. This wizard will guide you through the following
> Disk Management steps to configure this system quickly.

> Camera Settings

> Finish 1.Network Settins; Including the IP address, subnet mask, default gateway IP address, and primary DNS.
2.Server Settings; The name represents this server, and change the administrator password.
3.DatelTime; The time settings, enter the date, time, or selects time zone for this server.
4 .Disk Management; Initialize the disk volume on this server.

5.Camera settings; Add the IP cameras to be used for this server.

[ Back Configuration ][ Start ]

3.2.2 Network Settings

Configuration Utility Quick Configuration - Network Setup
~ Quick Configuration Network Setup

> Start

[ g Network Setup

> Server Settings

> Date & Time Internet Protocol (O Obtain an IP address automatically @ Specify an IP address

> Disk Management

IP Address [192.168.1.245

> Camera Settings

SFivih Subnet Mask |255.255.255.0

Default Gateway IP Address |192,168.1.1

Primary Domain Name Server |192,168,1‘1

Secondary Domain Neme Server I

Tip: To allow this server to use for NTP or SMTP servers, you must provide the IP address of the primary DNS
server and Default Gateway. The settings will be effective when you confirm on button Next.

]
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*  Obtain an IP address automatically

Obtain an available dynamic IP address assigned by a DHCP server.
*  Specify an IP address.

The static IP address can be assigned.
Click “Next” to proceed with the configuration.

3.2.3 Sever Settings

Quick Configuration - Server Settings

Configuration Utility

< Quick Configuration

> Start
> Network Settings
> Date & Time

> Disk Management

Server Name

Server name with UPnP

(max size: 32 characters)

Enable
SO [ DIGISTOR-4225 Pro

Tip: To create a unique name for this server. The settings will be effective when you confirm on button Next.

> Camera Settings

> Finish

Password Settings

User Name

admin %Use the original password%

New Password I (max size: 15 characters)

Retype Password ||

d will not be Otherwise,

Tip: If you select Use the original p. d, the ator p
the settings will be effective when you confirm on button Next.

Next ]

( Bax J(

o Server name with UPnP
Users can select to enable the UPnP function and edit the sever name. Once UPnP is
enabled, DIGISTOR can be searched on the intranet (LAN).

*  Password Settings
Each DIGISTOR comes with a built-in “admin” account with password “admin.” It’s

highly recommended to change the password upon the initial login.

3.2.4 Date & Time
1.
Use the drop-down list and configure the time manually.

Manual setting

Quick Configuration - Date/Time

Configuration Utility

<~ Quick Configuration

Manual

> Start

> Network Settings - "
Date and Time Setting by Manual

> Server Settings

> Disk Management

> Camera Settings

> Finish

( Back Next |

J(
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2. Time Zone: Synchronize with an Internet time server automatically.
Select the time zone of your area and update the date and time of the DIGISTOR
automatically with an NTP server. User also has an option to automatically adjust

daylight saving time.

Configuration Utility Quick Configuration - Time Zone
~ Quick Configuration Manual Time Zone

> Start

> Network Settings .
Time Zone
> Server Settings

| spatestime | Time Zone (GMT+09:00)0saka, Sapporo, Tokyo I~

> Disk Management [ Adjust clock for daylight saving changes 2 I I hours

NTP Server |time.stdtime.gov.1w

> Camera Settings

> Finish

Tip: Checked the network connection alive or not with Test.To ensure that the date and time of the network
cameras is synchronized with this service, please set up all network cameras by entering the IP address
of this service as their NTP server.
( Back ][ Next |

Please click “Next” to continue configuration.

3.2.5 Disk Management
1. Disk Information

Configuration Utility Quick Configuration - Disk Management

~ Quick Configuration Disk Information Create Delete
> Start
Network Settings g N = ;
o Device List Device Information
> Server Settings
> Date & Time = HDD List

[ >DiskManagement | | svioassizsacsi Y R ST3250312CS

> Cainera Settings WD-WCAV2K537644[298GB] —
6VV49Y14[465GB) Serial NO. 5VT02D55

SVX20FHQ[9316GB] Capacity 232 GB

> Finish

Status Ready

( Back ][ Next |

Device Information provides details of the hard disk drive: HDD Model, Serial NO.,
Capacity and Status.

2. Create

As the hard disk drive is available, the status of Device Information shows “Ready,”
which indicates the hard disk drive is ready to be created. Please click “Create” to
enter the window for building New RAID Disk and select the hard disk drive in the
Free HDDs field.

52



DIGISTOR

Disk Management

Disk Information

New RAID Disk
Free HDDs Assigned HDDs
5VX20DWX [931 GB]
Target RAID Disk
Big Drive(Linear) [0 GB] Performance(Raid0) [0 GB]
Fault Tolerant(Raid1) [0 GB] Fault Tolerant(Raid5) [0 GB]
Fault Tolerant(Raid10) [0 GB]
RAID Modes

Big Drive(Linear)
Connect all drives to from a big disk
volume

Performance(Raid0)
Make disk volume with better performance

Tolerance(RAID-1/5/10)
Make disk volume with tolerance ability
FAllow failed HDD(s)

The selected hard disk drive in the Free HDDs field will be highlighted and please
click [**' to recruit the hard disk drive into Assigned HDDs field.

Disk Management

Disk Information

New RAID Disk

Assigned HDDs

5VX20DWX [931 GB] I

Target RAID Disk

Big Drive(Linear)
Fault Tolerant(Raid1)
Fault Tolerant(Raid10)

[0 GB]
[0 GB]
[0 GB]

Performance(Raid0)
Fault Tolerant(Raid5)

[0 GB]
[0 GB]

RAID Modes

Big Drive(Linear)
Connect all drives to from a big disk
volume

DATA
¥ N Performance(Raid0)
ﬁ ﬁ + D i Make disk volume with better performance

Tolerance(RAID-1/5/10)
Make disk volume with tolerance ability
F:Allow failed HDD(s)

The selected hard disk drive in Assigned HDDs field will be marked in blue. Select a

type of disk configuration, and please click “Apply.”
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After the RAID disk is created, RAID List shows RAID Name and available storage

devices.
Configuration Utility Quick Configuration - Disk Management
<~ Quick Configuration Disk Information Create Delete
> Start
ZNetwerk Settings Device List Device Information
> Server Settings
> Date & Time ~ RAID List
ey 2 ERDEEmEIDE 0 RAID A
> Camera Settings HDD1 =
eI HDD2 Level linear
HDD3 Capacity 1928 GB
HDD4 3
Status active
Active State clean
Background Activity none
Progress none
( Back ][ Next |
3. Delete

In “Delete” option, users can remove or format RAID disk by selecting the RAID disk.

Configuration Utility Quick Configuration - Disk Management

<~ Quick Configuration Disk Information Create Delete
> Start

> Network Settings RAID Name RAID Type Capacity status

> Server Settings

@ RADA Big Drive 1928 GB active

> Date & Time

> Camera Settings

> Finish [ P ] [ P ]

Remove
If users want to change the RAID level setting, please click "Remove." After the
RAID Disk is removed, the Status in Device information shows “Ready,” then

users can go back to Create page to continue the new RAID level configuration.

Format
Click “Format” to format the RAID disk, all recorded videos will be deleted.
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3.2.6 Camera Settings

Camera settings

There are two options for adding a new camera:
1. Camera Search

2. Auto Detection

Camera §
40

Auto o=

Enable recording on this camera
Tip:Please enter the settings of the connected network cameras using Auto Dectsction or Search, and apply it one by one.
No. Camera Name 1P Address Port Vendor Model Dslets ||
1 CB-S00A 1921681101 80 Brickcom Corparation CB-50xA m
2 FB-130Np 1921681102 0 Brickeom Carporation FB-130Mp L
3 FB-300Np 192.1681.103 80 Brickcom Corporation Brickcom-30xN H
f MB-3004p 192.168.1.104 0 Brickcom Carporation Brickcom-50xA [
5 CB-101Ap 192.1681.132 80 Brickcom Corporation CB-101Ap :

1. Camera Search:
Click “Search” to find out UPnP devices within the LAN.

Quick Configuration - Camera Settings

> Start

> Network Settings m

> Server Settings

o No. [IP Address [Por [Vendor [Mode! MAG Address [Add [

h 1 192.168.1.123 80 AXIS  M1011-W 00-40-8C-AD-9F-23 ®=»

> Finish 2 192.168.1.134 80 Brickco FB-130Np 20-10-7A-10-D8-38 [+ ]
3 192.168.1.182 80 Brickco CB-100Ap 00-26-82-5D-8A-3D [+
4 192.168.1.185 80 Brickco Brickcom-50xA 00-26-11-22-88-12 "
5 192.168.1.186 80 Brickco Brickcom-50xA 20-10-7A-0C-0E-D5 =»
6  192.168.1.192 80 Panaso BB-HCM511 00-80-F0-CO-F4-F4 [+ |
7 192.168.1.209 80 Brickco GOB-100Ap 00-40-25-1A-AB-46 [+ ]
8  192.168.1.210 80 VIVOTE 1P8331 00-02-D1-11-7A-8F =»
9 192.168.1.212 80 Brickco OB-130Np AC-81-12-DA-C4-D5 [+ ]
10 192.168.1.215 80 Brickco PZ-040D AC-81-12-B9-65-63 [+
1 192.168.1.217 80 Brickco OB-130Np AC-81-12-DA-C4-D5 [ ]

Add cameras by clicking “+” from the list one by one.
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Users should manually enter Camera Name, User Name, and Password. Then click
“apply” to submit the settings.

DIGISTOR
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@

T

T
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Applied cameras will be shown in the Camera List.

2. Auto Detection:
Manually enter Camera Name, IP Address, User Name, Password and select the

vendor or Auto, then click “Apply” to start connecting to the IP camera.

All applied cameras will be shown in Camera List. Please click “Next” to proceed.

a
Dectaction or Search, and apply It one by one

to|camera name ® Aduress port Vandor Model Dalete &
T [ceson 261100 0 cocon [
2 FB-130np 1921681102 0 FB-130N [
T [reaoom 21081100 0 Brckcom a0 [
. a-a0ap 1921881104 w0 Brickcom-£01A [
s ca01Ap 1921681132 w0 cea0tAp (=]
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Generic RTSP/ Generic MJPEG
DIGISTOR NVR provides the interface for users to enter RTSP/ MJPEG URLs of IP
cameras to receive the video streaming from IP cameras. The streaming can be used

in live view, recording and playback.

Generic RTSP and Generic MJPEG functions can be selected in the vendor list of

camera setting page.

Please enter the Generic URL column with proper RTSP or MJPEG URLs.
If Generic RTSP method is selected, RTSP port should be filled out too.
Click “apply” to submit the settings.

Camera Setting Camera Search

Camera Setting

Camera No. Camera 3

Camera Name PJ186

IP Address 192.168.4.186 Port 80

B|@

User Name adminl Password eeeece

Vendar oo prcp N Model

Generic URL RTSP Port

Record Enabled Enable recording on this camera

Tip:If the path is rtsp://192.168.1.5/channeli. The Generic URL should be filled out as 'channel?’,

&The most correct URLs should be provided from each camera vendors.

&Users may also refer to websites
- https://www.soleratec.com/rtsp/

- http://www.ispyconnect.com/sources.aspx
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3.2.7 Finish
Once five steps of Quick Configuration are complete, the window will show a

completed status.

Configuration Utility Quick Configuration - Finish
< Quick Configuration Quick Configuration

> Start
> Network Settings
--Completed--
> Server Settings
> Date & Time The settings you have made to server are show as below. Click Start Liveview to monitoring,
> Disk Management or click Back to return to the previous steps to modify the settings. If you want to

X modify other items, please click Configuration at rigth top
> Camera Settings

Step 1 - Network Setup
Internet Protocol Specify an IP address

Address 192.168.1.245

Subnet Mask 255.255.255.0

Default Gateway IP Address 192.168.1.1

Primary Domain Name Server 192.168.1.1

Secondary Domain Name Server

Step 2 - Server Settings
Server Name
Step 3 - Date/Time
Time Zone (GMT+04:00) Yerevan

Time Settings 2012/3/8 22:38:7
Step 4 - Disk Management

Dink Configuraton

Step 5 - Camera Settings

IP Camera You have configured 2 camera(s)

Back l Start Liveview

3.3 Live View

After the Quick Configuration is complete, users can successfully monitor IP cameras.

In live view page, users can monitor cameras in various display modes and control

PTZ cameras.
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Firmware version

User can easily find out the firmware version in the live view page

On top right of live view, users can select four view modes.

Mode Description

Live View:

Click “Live View” to control the monitoring instantaneously.

Playback:
Click “Playback” to play and to export the recorded video files.

Configuration:
Click “Configuration” to configure camera, recording, event, management,

network, quick configuration and system.

Logout:

E BED

Click " Logout " to leave DIGISTOR.

Display mode
DIGISTOR supports multi-display modes for monitoring. Click the icon of display

mode to monitor live view. When you click a display mode, the mode icons will turn

into blue.
Icon Description
E Full Screen
1 screen
4 screen
9 screen
12 screen
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16 screen

20 screen

[_J 25 screen

5+1 screen

Sequential mode

Icon Description

Play:
Start monitoring.

B
B | stop:
et
X

Stop monitoring.

Drop:

Drop the camera from monitoring.

Drop all:

Drop all cameras from monitoring.

Warning frame

A red warning frame will be shown on the channel when a motion event is detected.
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When the motion event is awarded, user can simply click on the channel with mouse,

the warning frame will be stopped.

The warning frame can be enable/disable, please refer to Chapter 4. 1.2

PTZ Control Panel

If the IP camera supports PTZ function, user can use the control panel to adjust the
viewing angle. The following functions are available depending on the camera
models.

Icon Description
PTZ panel:

PTZ allows users to monitor large areas with a single network

camera. Pan, tilt, and zoom functions can be controlled

remotely by users. If device supports PTZ control, users can
click on the arrows to pan and/ or tilt the camera. The house in

the middle can take you back to original monitoring position.

Preset positions:

~| | Select the preset positions which are defined in PTZ camera

and the camera will move to the position that user selects.

Optical zoom out/ Optical zoom in:

““ If camera supports PTZ control, adjust the PTZ camera to zoom
out or zoom in.

Schedule for PTZ:

m Select “Set” to set camera preset position.

It can open the dialog to set how many times PTZ cruise to

repeat and how many seconds stay between each preset point.
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Repeat(1~999 times, 1000:infinite): [10pg

Interval(3~1200 seconds): 5

oK I Cancel

Schedule for PTZ:
Click “Go” to start PTZ patrol schedule.

Exchange Streaming Type

DIGISTOR NVR allows users to setup the dual streaming configurations in camera
parameter page if cameras support dual stream. It is suggested stream 1 is set for
higher resolution and stream 2 for lower resolution, which helps users to choose the

proper streaming in live view with intuitive control.

To switch the different streaming, users can select the channel in live view page and
right click the mouse to show the list.

Subordinate Stream (Live view option 2)

~ Optimize

When “Optimize” is enable, streaming type is adjusted automatically in different
display modes.
When “Optimize” is disabled, users can manually adjust streaming type, which will

be memorized in different display modes.
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Snapshot of live view in local display
Snapshot in live view allows users to capture the live view image in local display.

The snapshot image can be found in the folder — Public/liveview_snapshot. It can be
access through Windows Networking or FTP service at File Sharing service in

Configuration page.

Configuration Utility File Sharing Service
Windows Networking FTP Service
» Quick Configuration _

» IP Camera

» Recording & Event Senvice List Status Action

v Disk Management Windows Networking ON Link
> Disk Management FTP Senvice ON
> Filesystem Management

CPU Loading Indicator

CPU indicator in live view helps users to know the CPU loading immediately.

CPU indicator shows blue when the CPU loading is 70% or under, and shows red as
warning when it reach to more than 70%.

Changing video configuration, like resolution, FPS and video quality or changing RAID

type, can influence CPU loading to find the best balance in NVR.
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3.4 Playback

Playback is a function that allows users to view recorded videos from cameras
connected to the DIGISTOR. DIGISTOR offers synchronized playback up to four
cameras and easy steps provided to help user sort through the recorded videos

quickly.

BRICECON™THU JiH 1 00:22:03 2009)

Normal Record

4 November » 42012 >|

Sun Mon Tue Wed Thu Fri Sat

2 2 1 1 2 3
4 5 6 7 8 g 10
11 12 13 14 15 16 17

mw 20 21 22 23 24
26 26 27 28 29 30

Start Time

EENSINE DN
End Time

TCTNG EMEE

e “2

3.4.1 Steps to Search Playback Videos

Select cameras
Users can select up to four cameras to play the recorded video at the same time.

= . MNVR Server
e MD-500Ap
"= OB-130Np
s CB-500Ap
= FB-300N

meeting room |
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Select time period:
Users can designate the specific time for the playback video.
If the selected cameras have recorded videos in the indicated period of time, dates

will be shown in a blue background.

< June > 4 2012 )III

Sun Mon Tue Wed Thu Fri Sat
27 28 29 30 31 1 2
3 4 5 6 7 8 9
5 Kb 5G| 128 =4:3 =14 “ 16
17 A8 1920 801 2223
24 25 26 27 28 2930
1 2 3 4 5 5 7

Start Date Start Time

End Date End Time

o lelis ol el o

Select the type of recorded videos:
There are four types of recorded videos: Normal, Event, Video Clip and Recovery.

After selecting the video type and time period, click the play button E to start
playback.
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3.4.2 View Playback Videos
The screen shows the recording time of each channel in the top of each grid.

Click to view the video in full screen.
One-screen I:I and four-screens E are also provided to display playback.

BRICECOM' THU JAN 1 00:22:03 2009

Normal Record

4 November » 42012 PI

Sun Mon Tue Wed Thu Fri Sat

2 1 1 2 3
4 5 6 7 8 g 10
11 12 13 14 15 16 17

19 20 21 22 23 24
25 26 27 28 29 30

Start Time
TGS NS

End Time

Digital zoom in and digital zoom out

The image can be enlarged by clicking digital zoom-in button.

The image can also return to previous sizes by clicking the digital zoom out button.

Video play speed control

bbb

1 2 3 4
1. Play: Click the button to play video file.
2. Speed down: When you click “speed down,” the recorded video will play in slower

speeds.
3. Pause: to temporarily stop the playback.
4. Speed up: When you click “speed up,” the recorded video will play faster.
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The play speed is displayed above the seek bar.

Seek Bar
By moving the seek bar, users can go to the specific recording time directly. Date and

time are shown above the seek bar to provide time reference.

06-15_12:12:09

3.4.3 Playback Audio

The audio will be played according to the channel selected on the screen.

BRICECON'THU JiH 1 00:22:03 2009}

MNormal Record

4 November » 42012 PI

2 2 1 1 2 3
4 5 6 7 8 9 10
1 12 13 14 156 16 17

19 20 21 22 23 24
26 26 27 28 29 30

Start Time

TG DG

End Time
SIS BN
= B

= e L2

Volume adjustment

] K ]

After channel selection, users can adjust the volume by using volume button.
Audio mute

The mute function disables audio for all playback channels.
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3.4.4 Export Files

Export function allows users to export file to USB device or USB type DVD burner

directly.

ED | B &1

BRICECOM™ 'THU JAN 1 00:22:03 2009 ~ B nvR server

201 11/18/1 25021456}

O ve=
Owe
0w
O we
0w
O =
O »=

o o

Normal Record

4« November » <2012 »

Sun Mon Tue Wed Thu Fri Sat

1 1 2 3

4 5 6 7 8 9 10

11 12 13 14 15 16 17

El 19 20 21 22 23 24
26 26 27 28 29 30

Start Time
THNE TS NN
End Time

23 [ose |2
<1 | N Lo1~%
I o %)

Please select cameras, video file types, date and the time period first, and then click

the export button to copy the files.

Users will be asked whether DIGIPlayer and DIGICheck should be downloaded with
video files.
A DIGIPlayer is the player for watching recording files from DIGISTOR NVR.
& DIGICheck is the verification tool to verify if the recorded files are
originated from DIGISTOR NVR.
Start Time 2012/7/25 17:0

End Time 2012/7/25 23:59
9 Capacity:619 MB

‘N_o | .Xes l

Users can check start time, end time and capacity before implement the files export.

Export Record successfully.

L7 ] Start Time 2012/7/25 17:20
End Time 2012/7/25 23:59

K close |
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If the export is successful, the message will be shown as above.

3.4.5 Snapshot of Playback

Users can have the snapshot while having the playback in local display. It needs to
plug in USB device for the export of snapshot images and it will have 10 sequential

images to be saved in the USB dongle.

BRICECON' THU JiH 1 00:22:03 2009

Normal Record

4 November » 42012 PI

Sun Mon Tue Wed Thu Fri Sat

2 2 1 1 2 3
4 5 6 7 8 g 10
11 12 13 14 15 16 17

19 20 21 22 23 24
25 26 27 28 29 30

Start Time
TGS NS
End Time
TECT ~==rg
T (5172
I —— - ~ g )

3.5 Others

3.5.1 Screenshot in Local Display

Priscn

Press "PrtSc Syqu" the image of full screen in local display can be pictured in
the NVR HDDs. The image will be saved in the folder “Public “, and users can reach

the folder from remote web browser.
Users can access the file by the Windows Networking and FTP Service.

& Note: To use Windows Networking and FTP Service, please enable both in “File
Sharing Service” in configuration page. Please refer to chapter 5.3.3 .
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Chapter 4. Use DIGISTOR by Remote Web Browser

Users can adopt Microsoft Internet Explorer to monitor the network camera and
view playback.

4.1 Live View

After the Quick Configuration is complete, NVR will guide you to live view. Users can
view live video stream from IP camera via network and monitor the instantaneous

view remotely.

Live view displays the video according to the camera list which has been configured

in camera settings of Quick Configuration.

¥ Quick Configuration

> Quick Configuration
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4.1.1 Select View Modes on Live View Page

On top right of live view, user can select four view modes.

Mode Description

Live View:
- Click “Live View” to control the monitoring instantaneously.

Playback:
Click “Playback” to play and to export the recorded video files.

Configuration:

m Click “Configuration” to configure camera, recording, event,
management, network, quick configuration and system.
n Logout:

Click “Logout” to leave DIGISTOR.

71



DIGISTOR

4.1.2 Main Functions for Live View

Camera
status

PIZ
control
panel

Display Basic
mode function

1. Firmware version:

Users can find out the firmware version directly without entering configuration page.

The function of each button will be briefly described below:

2. Camera status:

Icon Description

Camera name:
m The name of the camera is located in the top left corner in each
video window. Users can rename the camera via the path

“Configuration->IP Camera->Camera Settings.”

H.264 Video compression format:
M-JPEG/MPEG-4/H.264

Audio: Once camera supports audio, DIGISTOR shows audio in

blue. Vice versa, DIGISTOR shows audio in grey.
E Event: When event happens, DIGISTOR shows warning to user for
instant alert.
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T

Recording status:

he window shows whether camera is recording or not.

T

Desired grid:

he outline border surrounds the desired window grid to highlight

the focus image.

Right click video window:

Mute

Video Size

Streaming change »
Go To Web

Mute: To mute the audio of the video

Video Size: Original or Fit

v Original

Fit

Original

Streaming change: To exchange the streaming resource.

Go To Web: Go to camera configuration page

3. Display mode

NVR supports multi-display modes for monitoring. Click the icon of display mode to

monitor live view. When you click a display mode, the mode icons will turn into blue.

Icon Description
Ei Full Screen

1 screen

4 screen

9 screen

10 screen
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12 screen

16 screen

20 screen

25 /30/ 36/49 screen

5+1 screen

7+1 screen

12+1 screen

Sequential mode

-]

2

3
1 4

Click [_—'—I to choose the page of liveview . In option,

Users can set sequential interval in user-defined
seconds for display mode.

4. Basic function:

Icon

Description

=]
=

Cameras list:

The camera status is enabled/ dropped in live view.

Play:

Start monitoring.

Stop:

Stop monitoring.

Drop:

Drop the camera from monitoring.

Drop all:

Drop all cameras from monitoring.

Zoom out / Zoom in:

Select a channel to enable digital zoom function.

Camera information:

Consist of Camera Name, IP address, bit rate, and status.
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5. Remote IO:
Click l to check camera DI/DO control for its input pins and output pins.

, _

178 fioo 178 Joutput Pins RS

Pin Name I Status I Pin Name Status |

6. Snapshot:
Click on the “Snapshot” to save snapshots. Then, a window will pop up to
display the image.

There are three functions for snapshot:
1) Clipboard:
Copy the image to device’s temporary memory. User can paste image to graphics
painting program such as Paint for advanced editing.
2) Save:
Save image to default path.
3) Cancel:
Cancel snapshot.
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7. Option: “

1) General:

B General }éﬂ Muki-ServerI . Sequential Mode Setting 'l Joystick I

e

[~ Dynamic Sort

[ Resize all video sizes at the same time.

v Highlight video window when an event is triggered.

*  Dynamic sort:

Users can use dynamic sort to rearrange video in order without blank grid after

users drops video from live view.

*  Resize all video images at all time

Only a right click on the video, users can set "all" video size either in original size

v

Original

Fit

or fit size.
Video Size
Go To Web
v Original
Fit

Original
v Fit

*  Highlight video window when event is triggered

The option of “Highlight video window when event is triggered” is a warning

frame which will pop out on the channel when an event is detected.
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2) Multi-Server:

Users can save the camera list of multi-server in live view page.

B General 4 Multi-Server ISequential Mode Setting‘ e Joystick I

7

[V Reserve the Multi-Server's info to NYR

I oK I Cancel

3) Sequential Mode Setting:
Click sequential interval to set the numbers of user-defined seconds for
sequential mode.

2 Generall #1 Multi-Server Sequential Mode Setting l B Joystick I

Mo

Sequential Interval:l a ﬂ

OK I Cancel
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4) Joystick

Users are able to manipulate PTZ camera with USB joystick.

Choose the joystick column and select joystick model then press “Apply”

Option x|
@ General | #a Mutti-Server | ] Sequential Mode Setting
r H PRODUCTS IP DESKTOP CONTROLLER] ~ I
oK | Cancel I Apply

Joystick can work on PTZ cameras as the status bar is with PTZ icon.

hiki189

A Note: Supported Brickcom joystick model - IP Desktop only for now.
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8. PTZ Control Panel
If IP camera supports PTZ function, users can use the control panel to adjust the

viewing angle. The following functions are available depending on the camera

models.
Icon Description
PTZ panel:
PTZ allows users to monitor large areas with a single network
@ camera. Pan, tilt, and zoom functions can be controlled

remotely by users. If device supports PTZ control, users can
click on the arrows to pan and/ or tilt the camera. The house in

the middle can take users back to original monitoring position.

Preset positions:

~| | Select the preset positions which are defined in PTZ camera
and the camera will move to the position that user selects.

Optical zoom out/ Optical zoom in:

o

If camera supports PTZ control, users can adjust the PTZ

camera to zoom out or zoom in.

Schedule for PTZ:
Select “Set” to set camera preset position. (reserved)

It can open the dialog to set how many times PTZ cruise to

repeat and how many seconds stay between each preset point

Repeat(1~999 times, 1000:infinite): [1000

Interval(3~1200 seconds): 5
OK | Cancel

Schedule for PTZ:
Click “Go” to start PTZ patrol schedule.

9. Exchange Streaming

DIGISTOR NVR allows users to setup the dual streaming configurations in cameras
parameters page if cameras support dual stream. It is suggested stream 1 is set for
higher resolution and stream 2 for lower, which helps users to choose the proper

streaming in live view with intuitive control.
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To switch different streaming, users can select the channel in the live view page and

right click the mouse to show the list.

Mute

Video Size
Streaming change »[w] stream1
Go To Web Stream 2
go to NVR's setting page

':'-I ] Optimize

go to Playback
EXIT Full Screen

When “Optimize” is enable, streaming type will be adjusted automatically for
different display modes.
When “Optimize” is disabled, users can manually adjust streaming type, which will

be memorized in different display modes.

10.Dewarp for fisheye cameras
By right click on the video, users can choose the proper dewarp engine for fisheye
camera.

a. Choose mounting type:

Mute
Video Size 3
Streaming change 4
o To ik Wall
olo el
Mount Type »
go to NVR's setting page Celllﬂg
go to Playback Dewarp Type
EXIT Full Screen Floor
Fisheye Display Made »

b. Choose dewarp Type:

Original
PTZ

Panorama
Perimeter

v | QUAD
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11.Dewarp for Immervision Lenses

By right click on the video, users can choose the proper dewarp engine for cameras

with Immervision lenses

1. Choose dewarp type:

Mute
Video Size

Go to Playback
EXIT Full Screen

Fisheye

Streaming change
Go To Camera Web
Go to NVR's Setting page

2. Chosse display mode:

PTZ

Panorama

Perimeter
v QUAD

Panorama SDK 4

[ Disable
» Camera Position > - v ImmverVision
Display Mode »

Other

Panaroma Perimeter

12.CPU Loading Indicator
CPU indicator in live view can help users to know immediately the CPU loading.

CPU indicator shows blue when the CPU loading is 70% or under, and shows red as

warning when it reach to more than 70%.

With changing the video configuration, like resolution, FPS and video quality or

changing RAID type, can influence the CPU loading, and users can easily find the best

balance in NVR.

<over 70°A’> L [CPU] 100%, Warning!
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4.1.3 Multi-NVR server
Users can add multi-NVR server by clicking “Searching NVR.”

B Localmvr
Ve P192
Ve 1193
Ve PJ194

= P1198

e C200
e C202
e A123
= 134
e 182
= 1386

Please insert account and password of the NVR which you are going to add to the
local server, and then the NVR which is located in LAN will appear, including the local
NVR. Click cameras up to 144 channels to add them into camera list. Click “Ok” to

add cameras or rescan to search for NVR again.

[0 Multi-Server User Name:

[ [§ Local NVR (IP : 192.168.1.245) 'admm—

Password:

Ixtx::

Rescan I
Add Server I
OK I
Cancel |
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Add Server
With correct IP, port, username and password, then click OK to apply, NVRs can be
manually added in WAN or LAN.

[ Multi-Server User Name:

-] [ Local NVR (IP : 192.168.1.245) don |

Password:

Rescan
s |
OK
Cancel

Web URL:

Port: oK
User Name: i Cancel

Password:

4.2 Playback

Playback is a function that allows users to view recorded videos from cameras
connected to the DIGISTOR. The DIGISTOR offers synchronized playback up to four

cameras and easy steps provided to help users sort through the recorded videos

quickly.

Playback video can be viewed in full screen and snapshots can be taken and saved

during a video playback.
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4.2.1 Steps to Search Playback Videos
Before viewing the recorded videos, two buttons “Preference” ISl and
“Search” __ are offered to search the recorded videos for playback.

Preference: Please click the button to set snapshot path, the formats of Bmp or

Jpg ,and AVI path for recorded files download from NVR server.

I

I ‘ View Setting
Show Name
Show Time

; File Path

‘ Snapshot Path:

’C: \Users\Allen.Tseng\Desktop Browse I
&
| AVI Path
[c:\usersiallen Tseng\Videos Browse
Snapshot Setting
Format [~ Bmp ¥V Jpa
OK Cancel

Search: Please click the button to open recorded videos and refer to

introduction in the following description.

Follow the four steps below to quickly search recorded videos:

1.

2.
3.
4

Select date from the calendar.
Select normal, event, video clip or recovery file
Select the channel number.

Select the video from Time table.
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1. Select Date from the Calendar
Select the date to search recorded videos.

S Mon Tus Wed Thy Fri S

12
+ s s @ps 9
112 13 14 1% 16 W2
18 19 20 21 2 23 2
3% 2w W

0 Il [z ]J la |s [s ]7 CHE ]w]n[lz[n[ullslls[u]10]19[20[21§2z|23["

E
.

Sun Mon Tue Wed Thu Fri Sat

26 27 28 29 1 2 3

4 5 cd@B®s 9 10

11 12 13 14 15 16 17

18 19 20 21 22 23 24

25 26 27 28 29 30 31

1 4

2. Select Normal, Event or Recovery file
Users can select three types of video file which is also displayed in Time table. These

three type of video file is distinguished from different colors.

[ coor | Type I
Normal
Event
— Video Clip
Recovery

85



DIGISTOR

3. Select the Channel Number
Select channel number to search recorded videos. Up to 4 channels can be selected
at the same time.

All

[V]cam1
[Vlcam2
[Vlcam3
[Vlcam4

[[Jcamb

4. Select the Video from Time Table
After selecting date, video file types and cameras, users can select the time period of

video files and the results will be highlighted in grey boxes in Time table.

Pk e ——————————— | ==

‘ 201253 Lvee
X ¥ s S — Normal Type Normal v]
2% 27 28 29 : 1 Event
i@ 7 8 — Recovery Start Time 21:48:30 —
1 1933 718, 15

8 19 20 21 22 End Time 21:53:49 =

5 26 27 B 29
1 2 3 4

All

[ cam1
M cam2

[Vl cam3

M cam4

[Jcamb

Different recording types are presented in different color in playback calendar in
remote browser.
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If there is only normal recording in the specific date, the date will be remarked as
blue.

[ Color I Type I
— Normal
152 Event
2] Video Clip
Recovery

If there is an event recording in the specific date, the date will be remarked as blue
with red stripe aside.

Type
Normal
Event

Video Clip

Recovery

UEEE

Users can also move the bar to enlarge or narrow down the time
period to check video files from Time table.

After selecting different types and time period of video files, a section will show
information you selected.

Type |Norma| v I

Start Time 21:48:30 ———-

End Time 21:53:49 T

Finally, click “Ok” to start playback.

2012/03/0521:50:30 2012/03106 215029

- - " 4
7012/_%1502
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Thumbnail in Playback

With thumbnail function in the playback, users can move the pointer of the mouse
to the footage and the snapshot of the specific time will be shown.

It helps users easier to locate the period of time for play the recording file.

From the thumbnail, users can also read the related information such as date, time
and camera name.

The thumbnail will be shown while pointer move on the footage.

92.168.1.133/RPBindex html

Playback Search

June, 2013
Sun Mon Tue Wed Thu Fr Sat

KERE

9 10 11 12 13 14 15

23 24 25 26 27 28 29

2013/06/08 01:07:11
b224
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4.2.2 View Playback Videos
The screen shows the recording time of each channel in the top of each grid.

Click to view the video in full screen.
One-screen D and four-screen E are provided to display playback.

%
- o "N

01 2/%1 25029

Users can select different buttons to play the videos:

Lo b

1 2 3 4
1. Play: To play video file.
2. Speed down: Recorded video will move slower and the minimum speed is 1/32 X.
3. Pause: To temporarily stop the playback.

4. Speed up: Recorded video will move faster and the maximum speed is 32X.

Snapshot il
Users can save the image of playback by clicking “Snapshot” E!

Before taking snapshot from NVR, users are recommended to set snapshot path from

“Preference” IS
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Dewarp for fisheye cameras
By right click on the video, users can choose the proper dewarp engine for fisheye
camera.

a. Choose the dewarp engine:

Image Ratio 3

Snapshot

Panorama » Enable » MNone

Taggle Fullscreen Display mode P Brickcom
Camera position 4 Wivotek

Config Immervision

Image Ratio » Enable
Snapshot Display mode »
Panorama 4 Camera Position 4 »

Config

Toggle Fullscreen

v | Enable Ceiling
Display mode b v | Ground
Camera Position L

_ Wall
Canfig

c. Choose the display mode

PTZ
v Quad

Perimeter

Sequential snapshot in remote playback
Users can have the sequent images from recording video while in playback.
It helps users to catch the key frame in the recording files.

It can be setup up to 5 sequential snapshot.
Setting (=)

View Settings
Show Name

Show Time

File Path

I ‘C:Wsers\}-\dmlnlshatur\ﬁch.lras Browser
o

| \Users\Administrator Videos Browser

Snapshot Setting

=]

Format ™ Bmp W Jpg Shee|

1

2

05D Setting 3
2

Color FontSize [20 | 1=
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Change OSD color

Users can select different OSD color while having the playback of recording files.
1. Click “preference”

2. Click OSD color setting button the select the OSD color and click “OK”

x|
View Settings
e Er— =
B2 show Time Basic colors
o W mCmEE
.
Soapatot pth: e e
oo N | oo |
- ..
[eUsersieestivideos T __trowser_|
Snapshot Setting Custom colors:
-
T o
OSD Setting Define Custom Colors >>
2| e |
oK Cancel

3. Then all OSD color will shown as the selection

i

EEERTE
EEEET

£
£

[
=
u
u
u
[

Cos
=
r

m
am

i
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Change the OSD Font Size
The OSD font size can be setup by users.
Setting @

View Settings

Show Name

Show Time

File Path

Snapshot Path:

|C:\JJsers\Adminish’ahor‘nPicmres Browser

AVI Path:

|C \Users\Administrator \Videos Browser

Snapshot Setting

Format [~ Bmp ¥ Jpg Sheet |1 -

05D Setting

Calor

Cancel

4.2.3 Export Files

Export function allows users to retrieve recorded files from the server

Normal Type Normal v,

Event

Video Clip Start Time 18:22:30 ==

14 — Recovery

2 End Time 18:45:00 -

81% of Rec_Group1 _sitel_2012-07-31@18-35-00_2012-07-31@18..

Retrieving the file

Rec_Group1_site1_2012-07-31@18-35-00_2012-07-31@18-33-59.avi from 5
All 61320.207.138 " - n7 |18 |19 |2l] |21 |22 [2,

Estimated time left: 1 sec (2.39 MB of 3.14 MB copied)

Vivotek FD8.

Vivotek FES8.

Transfer rate: 435 KB/Sec

[]Vivotek 1P817]
Cancel

1386

1509

< T

Cancel
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Select the Storage AVI Path

View Setting

Show Name

[C:sers\ten Tseng pesktop

Avtpath
[co\0sers\ien Taengideos

From playback setting page, users can indicate the path where exported files,
DIGIPlayer and DIGICheck to be saved.

Select by cameras and the time arrange
Users can indicate which cameras and what time range is to export the recording file.

i I 5 B - S .2

] Vivotek FD8

] Vivotek FES L'

(] Vivotek IP81

(1386

(1509

 S—

Start to export files from the NVR
By pressing the Export button, the process of export will start.

DIGIPlayer and DIGICheck will also be downloaded with video files.
A DIGIPlayer is the player of DIGISTOR NVR recording file.

A DIGICheck is the verification tool to verify if the recorded files are
originated from DIGISTOR NVR.
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To cancel the transfer.

Normal Type Normal v

Event
Video Clip Start Time 18:22:30 -4

14 — Recovery
N P |

81% of Rec_Groupl_sitel_2012-07-31@18-35-00_2012-07-31@18... | %8 End Time 59900, B

Retrieving the file

All 61.220.247.138
ANERRRRENNENENENENENNENEEEE

Estimated time left: 1 sec (2.39 MB of 3.14 MB copied)

Rec_Groupl_sitel_2012-07-31@18-35-00_2012-07-31@18-39-59.avi from
L ¢ & ¢ W 17|18|19|20|21|22|2:

Vivotek FD8

Vivotek FES8.

Transfer rate: 435 KB/Sec

[JVivotek IP817]
Cancel

1386
1509

Cancel I

Users can cancel the files transferred while downloading files from the NVR

4.3 Play Video Files
Users can access the video files by Windows Networking and FTP Service.

& Note: To use Windows Networking and FTP Service, please enable both in “File
Sharing Service” in configuration page.

¥ Disk Management
> Disk Management

> Filesystem Management

> File Sharing Service

By using the link button on file sharing service page, users can open the dialog

directly after the service is enable.
File Sharing Service

-iﬁ_ Windows Networking FTP Service

Service List Status Action Link

Windows Networking ON
FTP Senvice ON
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4.3.1 Windows Networking
Through Windows Networking, users can search video files via choosing a computer

of DIGISTOR or entering IP address from Windows Start menu.

*  Choose a Computer of DIGISTOR
Please go to “Network” folder and choose DIGISTOR. If more than one server exists

in the network, “Network” folder will display all servers.

e
C)C ) [@ s Network » ~ [ 43 || search Network ol
Uy
Organize v Network and Sharing Center Add a printer Add a wireless device £~ A @

¥ Favorites Cameras (35)

4 Computer (12)
4 Libraries
‘-k ANGELUX-NB ‘-*‘ COLDEST-PC ‘&“ DIGIEVER-TTFE2E
8 Computer _ . s

* JEFFREYCE k NVR005043000202 *&C NVR005043000203

1 ANGELUX-NB

1% COLDEST-PC . NViD0S043100203 4 NVRD0S043281524 [y nvRo0s043782415
188 DIGIEVER-T7FE2E 4 L S

188 JEFFREYCE

- p P p

P NVRDOSOLA000202 A NVRSOES494C9SE4 k ORZ-NB ‘k‘ TEST-31CTA3BEAB
M NVR005043000203 . : )

% NVR005043100203
18 NVR0OS043281524
15 NVROOS043782A15 Other Devices (11)
1 NVRSOES5494C95E4

% ORZ-NB

1M TEST-31C7A3BEAB

Network Infrastructure (12)

NVR005043000203 Categories: Computer Network location: EZMBAVEE

* Workgroup: WORKGROUP

& Note: The name of each connected DIGISTOR derives are from “Mac Address” of
each DIGISTOR in system information and follows the “Computer Name” in

network information.

Users can refer to “System” > “Device Information” > “System Information” in

configuration page to acquire Mac address.

v System
> System Upgrade
> Language
> Date & Time
> Buzzer

> Reboot & Shutdown

L8 LN DS-4225 Pro Series

EUQEICRYTSTE 2.0.0.42
L EORN IRl 20:10:7a:8:b5:de, 20:10:7a:8f:b5:df I

L ENGLESTECN Embedded Linux

(oSl Linux version 3.2.29

(& 288 Intel(R) family

NEWTE L ET M Ed Gigabit Ethernet Card 10/100/1000 Mbps

Locate
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“Computer Name” is shown in “Network” > “Network Setup” > “Information” in
configuration page.

¥ Network

> Network Setup

> Network Service

> DDNS

etwork Setup

Setup Port Setup

Network Information

Lol NERNEEY NVR005043000203 I

RGlIEEEY 192.168.1.245

EILLEERY 255.255.255.0

Default Gateway IP Address REVAL:RE]

Primary Domain Name Server REPRTERR]

Secondary Domain Name Server

For example, the computer name is NVR005043000203.

Thus, users can select a DIGISTOR in Network folder by this computer name.

As you select a DIGISTOR, a window will pop up and ask to enter network password.

(= [ fmtt]
O [@r Networc » 10| Seorch Network 2]
A
Organize v Networkand Sharing Center ~ Add aprinter  Add a wireless device B> 0 @
7 Favorites Windows Security B
4 Libraries Enter Network Password
Enter your password to connect to: NVR005043000203 > ;
1 | DIGIEVER-T7FE2E
/% Computer ¢
—— [ [user neme .
€ Network i | NVR005043000203
1% ANGELUX-NB ‘ [Password — |
M COLDEST-PC Domain: COLDEST-PC .
. R ESE [7] Remember my credentials : k“ NVR005043782A15
1M JEFFREVCE @ Logon failure: unknown user name or bad password.
18 NVR005043000202 . &;
= ] | TEST-31CTA3BEAB
P NVRO0S043000203 ‘
1% NVROO 203
8 NVR005043281524 N
8 NVR005043782A15 > Other Devices (11)
1% NVRSOE5494C95E4
1% ORZ-NB
1M TEST-31C7A3BEAB
. NVR005043000203 Categories: Computer Network location: EZ34A0E5E
&‘ Workgroup: WORKGROUP

If users don’t amend the user name and password, please enter the default ones:
“admin/admin.”
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@uv];lj » Network » NVR005043000203 » v [ 43 ][ search NvRo0S04 )
Organize v Network and Sharing Center View remote printers =+ i @
~
- Favorites = , Public
‘ 3 o Share
- Libraries
’ videodatal
! Share
1M Computer S har:
“F Network %
! . 2 items
" >y
After users enter accurate user name and password, the DIGISTOR will display the
folder “Public” and “videodatal.” Please select “videodatal” to check video files.
( -
&5 )= L] Network » NVRO05043000203 » videodatal » | + [ 42 | [ Search videodata1 o]
Organize v New folder =~ 0 @
v Favorites Name Date modified Type e
. db /8/2011 3:40 AM File folder
b 4 Libraries . RecordFolder20110908 9/8/2011 3:40 AM File folder 3
. RecordFolder20111020 10/22/2011 8:50 PM  File folder
> (% Computer .. RecordFolder20111021 10/26/2011 4:20 PM  File folder
. RecordFolder20111022 10/29/2011 3:45 AM  File folder =
P “H Network . RecordFolder20111023 10/31/2011 3:10 PM  File folder
.. RecordFolder20111024 11/1/2011 3:40 PM File folder
. RecordFolder20111025 11/2/201112:41 PM  File folder
. RecordFolder20111026 10/27/20111:11 PM  File folder -
< | m | »
16 items Offline status; Online
J Offline availability: Not available

After entering “videodatal,” the folder displays RecordFolder chronologically by

recording dates. Please select a folder to enter.

All video files lists chronologically by recorded time and video length of each chunk is

five minutes.

Select a video file to play.
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*  Enter IP Address to Search

Please enter NVR IP address from the Windows Start menu.

( E=SEEl ™)

@Q"ul 1921681.245 | ~ [ 42 |[ Search Locat Disk (H) )
Organize v Include in library v Share with » New folder §= » [ @

-~

Name Date modified Type

»{ Favorites
.. Program Files 10/21/2011 413 PM  File folder
- Libraries

1M Computer

“! Network

< 1 2

1 item

5/ AR | Fr—— ——aia o | {p——————— |
|4 ¥ Co NH:) po
@u |ﬁ Windows Security L2 |
Organize v Ing =~ 0 @
1| Enter Network Password B
. Favorites Enter your password to connect to: 192.168.1.245 Type
M  File folder
- Libraries
g —. User name ]
1% Computer ‘D IPassword ‘
Domain: COLDEST-PC
€l Network [] Remember my credentials
@ Logon failure: unknown user name or bad password. ! | »
1 iten]
— [ ok || cance |
—a” § )

As you enter the IP address, a window will pop up and ask for network password. If
users don’t amend the user name and password, please enter the default ones:

“admin/admin.”
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After users enter accurate user name and password, the folder of NVR displays the

folder “videodatal.” Continuously, select a Record Folder and a video file to play.

-

Organize ¥

i Favorites
- Libraries
18 Computer
“! Network

&‘(

2 items

Network and Sharing Center

@quﬁ » Network » 1021681.245 » I

‘ Public

! Share

’ videodatal
! Share

View remote printers

[ESNEERC)

@ U'l L » Network » 1921681245 » videodatal » | o
Organize v New folder ==~ 0l @
%% Favorites Name Date modified Type o

1. db 9/8/2011 3:50 AM File folder
4 Libraries . RecordFolder20110908 9/8/2011 3:50 AM File folder o
. RecordFolder20111020 10/22/2011 8:50 PM  File folder T
1M Computer .. RecordFolder20111021 10/26/2011 4:20 PM  File folder
. RecordFolder20111022 10/29/2011 3:45 AM  File folder =
“' Network . RecordFolder20111023 10/31/2011 3:10 PM  File folder
. RecordFolder20111024 11/1/2011 3:40 PM File folder
.. RecordFolder20111025 11/2/201112:41 PM  File folder
., RecordFolder20111026 10/27/20111:11 PM  File folder -
< | | >
16 items Offline status: Online
! i Offline availability: Not available
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4.3.2 FTP Service
To access FTP service in a web-based interface, please open Windows Internet

Explorer and enter NVR IP address which users configure.

[ R e .
» ~ (e S
5.7 Favorites |\ Internet Explorer cannot display the webpage Y v B v ] o=m v Pagev Safetyv Toolsv @~ i
»
Internet Explorer M

\}? To log on to this FTP server, type a user name and password.
3

IFTPserver: 192.168.1.245 I

User name:

Password:

After you log on, you can add this server to your Favorites and return to it easily.

[ Log on anonymously

Log On H Cancel

| € Internet | Protected Mode: On A v ®10%

As you enter the IP address, a window will pop up and ask to type a user name and
password to log in FTP server. If users don’t amend the user name and password,
please enter the default ones: “admin/admin.”

'd ™
Internet Explorer @

'? To log on to this FTP server, type a user name and password.
5

FTP server: 192.168.1.245

User name: admin

Password: ssnee

After you log on, you can add this server to your Favorites and return to it easily.

[ Log on anonymously

[ Log On ][ Cancel

" S

Please click “Log On” to proceed.
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>
& FTP root at 192.168.1.245 - Windows Internet Explorer

=)

OO -[c m=em | ~[®] 4 [ x| [+ roheo

o |

¢ Favorites ‘@Ffprootat192.168.1.245 \ ‘ - v (] @ v Pagev Safetyv Toolsv @~ 2

P

FTP root at 192.168.1.245

To view this FTP site in Windows Explorer, click Page, and then click Open FTP Site in Windows Explorer.

09/06/2011 07:27PM Directory Public
09/06/2011 07:24PM Directory Recovery
1042042011 10: 194K Directory log
10/20/2011 06:594aM Directory lost+found
09/06/2011 07:24PM 536,870,912 swapfile

I091[l7./2011 06: 54P1 Directory videodatal I

Done [ € Internet | Protected Mode: On ‘g v H100% v

"

IE browser shows the folders on FTP server. Please select folder “videodatal”.

& FTP directory /videodatal/ at 192.168.1.245 - Windows Internet Explorer [EIE&
OO ~ e ripn921681.205/ideodatan, - &) 4| x || vanoo p -]
i Favorites | @ FTP directory /videodatal/ at 192.168.1.245 ] v B v @ v Pagev Safetyv Tooks~ @v

FTP directory /videodatal/ at 192.168.1.245

To view this FTP site in Windows Explorer, click Page, and then click Open FTP Site in Windows Explorer.

Up to higher level directory

09/07/2011 07:35PM Directory RecordFolder20TT090E

10/22/2011 12:50PM Directory RecordFolder20111020

10/26/2011 08:204M Directory RecordFolder20111021

10/28/2011 07:45PK Directory RecordFoldex20111022

1043172011 07: 1044 Directory RecordFolder20111023

11/01/2011 07:40aM Directory RecordFolder20111024 E

11/02/2011 04:414% Directory RecordFolder20111025

10/27/2011 05:11a4 Directory RecordFoldex20111026

10/28/2011 05:40aM Directory RecordFolder20111027

10/29/2011 02:504M Directory RecoxdFolder20111028

10/29/2011 11:50PK Directory RecordFolder20111029

10/30/2011 08:50PM Directory RecordFoldex20111030

10/31/2011 09:10PM Directory RecordFolder20111031

11/01/2011 09:40PM Directory RecordFolder20111101

11/02/2011 05:2244 Directory RecordFolder20111102

09/07/2011 07:35PM Directory db

[ € Internet | Protected Mode: On g v ®100% ~

The folder displays RecordFolder chronologically by recording dates. Please select a
folder to enter.

All video files lists chronologically by recorded time and video length of each chunk is
five minutes.

Select a video file to play.
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Chapter 5. Configuration

In configuration page, users can configure Quick Configuration, IP Camera,
Recording & Event, Disk Management, Network Management and System from
each drop-down menu.

& Note: DIGISTOR will automatically log out from configuration page after idle for
10 minutes.

5.1 IP Camera

v |P Camera
> Camera Settings

> Camera Parameter

> Camera Status

5.1.1 Camera Settings

DIGISTOR provides two options for adding cameras: UPnP Search and Detect

Camera Settings

Camera Settings

Camera Settings

Camera No. fe:LEN

Camera Name

IP Address e 80
Username Password
VELL Auto v Model

GECIRINEELE (V] Enable recording on this camera

1. Detect:
In this option, users should enter Camera Name, IP Address, User Name, Password

and select vendor or Auto.

Camera Settings

Camera Settings

Camera Settings

Camera No. [T CEE

Camera Nam

IP Addres:

Password

Usernam

Vendo RG] ¥ Model

GECLLIEIENE (V] Enable recording on this camera

EIPnP Search) Apply
Then click “Apply.”
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Camera Settings

Camera Settings|

== e

Please wait.

?

Camera Settings

Camera No. fe&:lZEES

Camera Name fe=ly]

=4 192.168.1.133

Port f:11]

RIECGEL R admin

Password XYL

Vc_ndor Brickcom Corporation

ISl CB-101Ap

| Enable recording on this cam

era

I )

E Apply Reset

If there is any error occurred in entering th

window will pop up accordingly.

e following information, the notification

-
Message from webpage

A The camera name length is [1-50]

When an inappropriate address is entered,

a window will pop up as below.

p
Message from webpage

A The P address is illegal

When an inappropriate user name is entered, a window will pop up as below.

Message from webpage

15 The length of administrator name is [4-30]

When an inappropriate password is entered, a window will pop up as below.

-
Message from webpage

Q The length of password is [4-30]
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After the detection is complete, the camera list shows connected camera with
Camera Name, IP Address, Port, Vendor and Mode.

amera List
No. Camera Name IP Address Port Vendor Model Delete
1 174 192.168.1.174 80 Brickcom Corporation FB-100Ap
2 30
3 80
4 80
5 80
5 80
7 80
8 80
9 80
10 80
1 80
12 80
13 80
12 &
15 80
16 80
(_Back NECS

All applied cameras will be shown in Camera List and if no more camera needs to be

connected, please click “Next” to continue configuration.

* Delete
If any camera should be deleted from camera list, please click the column turning

into blue and click “Delete.”

amera List
0 amera Name P Addre Po endo ode Delete
1 174 192.168.1.174 80 Brickcom Corporation FB-100Ap
2 80
3 80

A window will pop up to ensure the action.
Message from webpage @

[0\ The Information of IP Camera Will be Deleted

[ oK ] [ Cancel

To delete the camera, click “OK” to proceed.

Please wait.....
1 174 Brickcom Corporation FB-100Ap Delete

ol

Please wait. The deletion is in a process.
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Camera List
0 a era G - P Addre Po do od D
1 80
2 80
3 80

The camera has been deleted from camera list.

*  Generic RTSP/ Generic MJPEG
DIGISTOR NVR provides the interface for users to enter RTSP/ MJPEG URLs of IP
cameras to receive the video streaming from IP camera. The streaming will be

applied to monitoring, recording and playback.

Generic RTSP and Generic MJPEG function can be selected in the vendor list of

camera setting page.

Camera Settings

N

Camera Settings

Camera No. Bl

Camers Name BEES

P Address Port B2

sesne

LLLLE Erickcom-S0vA

Gpnp searcl (_appty ) o

Camera List

Model Detote
1 onc107 Bnckeom Corporation Srickcom-SQuA
2 |oncxs 19 ssgyn"}'yo | c e [ Desete |
3 brck-154 lmg_RYSP I Brckeom Corporation Brickcom-30uN
g Genenc _MIPEG

Follow by entering the Generic URL column with proper RTSP or MJPEG URLs.
If Generic RTSP is selected, RTSP port should be filled out too.
Click “apply” to make parameters enable
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Camera Settings

Camera Settings

Camera Settings

(o= e L Camera 17

Camera Name

IP Address Port -0

Usemame Password

WU Generic RTSP Model

LCESERMISGELERY (V) Enable recording on this camera

Tip: If the path is rtsp://192.168.1.6/channel1. The Generic URL should be filled out as channel1.

UPnP searchll _ Apply |

&The most correct URLs should be provided from each camera vendors.

&Users may also refer to websites
- https://www.soleratec.com/rtsp/

- http://www.ispyconnect.com/sources.aspx

2.  UPnP Search:
Click “UPnP Search” to find out UPnP devices within the LAN.

Quick Configuration - Camera Settings

Camera Settings

{} 5
3% Please wait.....

Please wait. The UPnP search is in a process.
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Camera Settings
No. IP Address Port Vendor Model MAC
1 192.168.1.41 80 ACTi Corporation TCM4301-09C-X-00455 00-45-05-00-00-00 m
2 192.168.1.122 |80 AXIS 21MW 00-40-8C-82-E9-19 m
3 192.168.1.123 |80 AXIS M1011-W 00-40-8C-A0-9F-23 m
- 192.168.1.124 |80 AXIS M1031-W 00-40-8C-99-84-7D m
5 192.168.1.126 |80 AXIS 209FD 00-40-8C-AD-8A-B4 m
6 192.168.1.151 80 Brickcom Corporation FD-100Ap 00-26-82-1A-00-0B m
7 192.168.1.152 |80 Brickcom Corporation FD-100Ap 00-26-82-1A-00-14 m
8 192.168.1.153 |80 Brickcom Corporation FD-100Ap 00-26-82-19-FF-FD m
9 192.168.1.154 80 Brickcom Corporation FD-100Ap 00-26-82-1A-00-1C m
10 192.168.1.155 |80 Brickcom Corporation FD-100Ap 00-26-82-1A-00-03 m
" 192.168.1.156 |80 Brickcom Corporation FB-100Ap 00-26-82-1B-DB-6F m
12 192.168.1.157 |80 Brickcom Corporation FB-100Ap 00-26-82-1B-DA-6D m
13 192.168.1.158 |80 Brickcom Corporation FB-100Ap 00-26-82-1B-DB-55 m
14 192.168.1.159 |80 Brickcom Corporation FB-100Ap 00-26-82-1B-DA-B1 m
15 192.168.1.160 |80 Brickcom Corporation FB-100Ap 00-26-82-1B-DA-DB m
16 192.168.1.161 80 Brickcom Corporation FB-100Ap 00-26-82-1B-DA-94 m
17 192.168.1.162 |80 Brickcom Corporation FB-100Ap 00-26-82-1B-DA-9C m
18 192.168.1.163 |80 Brickcom Corporation FB-100Ap 00-26-82-1B-DB-2A m
19 192.168.1.164 |80 Brickcom Corporation FB-100Ap 00-26-82-1B-DA-B8 m
20 192.168.1.165 |80 Brickcom Corporation FB-100Ap 00-26-82-1B-DA-79 m

The available cameras in the network will be displayed.

Add any camera you want by clicking “Add” from the list one by one.

After the search, the window displays IP Address, Port, Vendor and Model. However,

users should manually enter Camera Name, User Name, and Password to apply the

setting

Please click “Apply” to start connecting to the IP camera.
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All applied cameras will be shown in Camera List and If no more camera needs to be

connected, please click “Next” to continue.

You can also click “Delete” to disconnect the camera.

108

IP Address
1 174 192.168.1.174 80 Brickcom Corporation FB-100Ap C
2 % 176 192.168.1.176 80 Brickcom Corporation CB-100Ap
3 80
4 80
5 80
6 80
7 80
8 80
9 80
10 80
11 80
12 80
13 80
14 80
15 80
16 80
(_mack |
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5.1.2 Camera Parameter

Please select “Camera Parameter” from the drop-down menu of IP Camera to begin.

v |P Camera

> Camera Settings

> Camera Parameter

> Camera Status

Camera Parameter

Camera No. (o=l ENEEY birck121
Stream 1
Video Format MPEG4 © H264

MJPEG

[FEEERY 10 fps v

REENTENY  2032x1536 ~

Video Quality [E@RY-13 ~| @cBR 4000 Kbps ~
Enae o secorons [ :
Stream 2
Enabled il
AL EY () MPEG4 © H264 ) MJPEG
e 30 fps ~
Resolution JEIVEE R
UGERUEL @ VBR 6 ¥ () CBR|Z
Enable Audio Recording ]
Camera List
1 birck121 192.168.1.121 Brickcom Corporation Brickcom-50xA Go to Web
2 Wwib100Ap0000 192.168.1.126 Brickcom Corporation WFB-100Ap Go to Web
3 SanyoHD5400 192.168.1.207 SANYO VCC-HD5400 Go to Web
4 brickcom-125-300Np 192.168.1.125 Brickcom Corporation Brickcom-30xN Go to Web

NVR supports multi-stream for monitoring and recording. Users can modify camera’s
configuration such as video format, frame rate, resolution, video quality, audio
enable and stream target via NVR in this page.

There are two parts in this section: Parameter and Camera List.

Please select a camera in Camera List first.

amera List
0 amera Name Addre endo ode Origina eb
1 174 192.168.1.174 Brickcom Corporation FB-100Ap Go To Web
2 176 192.168.1.176 Brickcom Corporation CB-100Ap Go To Web
3 Go To Web
4 Go To Web
5 Go To Web
6 Go To Web
T Go To Web
8 Go To Web
9 Go To Web
10 Go To Web
" Go To Web
12 Go To Web
13 Go To Web
14 Go To Web
15 Go To Web
16 Go To Web
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As you click one column turning into blue, please wait and the window below will
appear to allow users configure multi-stream.

Camera Parameter

Camera No. (o=l ENEEY birck121
Stream 1

Video Format MPEG4 © H264

MJPEG

[FEEERY 10 fps v

REENTENY  2032x1536 ~

Video Quality [E@RY-13 ~| @cBR 4000 Kbps ~

Enable Audio Recording [} Enable Mobile Snapshot [l

Stream 2

Enabled il

AL EY () MPEG4 © H264 ) MJPEG

Frame Rate RT3

GEEUMERY 640x480 ~

UGERUEL @ VBR 6 ¥ () CBR|Z

Enable Audio Recording ]

Camera List

amera e Original Web
1 birck121 192.168.1.121 Brickcom Corporation Brickcom-50xA Go to Web
2 wib100Ap0000 192.168.1.126 Brickcom Corporation WFB-100Ap Go to Web
3 SanyoHD5400 192.168.1.207 SANYO VCC-HD5400 Go to Web
4 brickcom-125-300Np 192.168.1.125 Brickcom Corporation Brickcom-30xN Go to Web

After loading camera’s information, users can modify camera parameter.

* Video Format
Choose a video compression format for live view and recording: MPEG4, H.264
and MJPEG.

& Note: Types of video format varies depending on the camera brands and

models.

*  Frame Rate
Select frame rate from drop-down list. Frame rate of IP camera will be
influenced by the network surroundings.

*  Resolution
Select resolution from drop-down list for your camera.

¢ Video Quality
Select either “VBR” (Variable bit rate) or “CBR” (Constant bit rate) to set the
video quality.

*  Audio Enable
To make audio recording function enable or disable.

*  Stream Target
Apply stream settings to different target including live view, record, and live
view & Record.
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Furthermore, click “Go to Web” for advanced camera configuration in camera’s user

interface.
amera List
0 amera Name Addre endo ode Origina eb
1 174 192.168.1.174 Brickcom Corporation FB-100Ap Go To Web
2 176 192.168.1.176 Brickcom Corporation CB-100Ap Go To Web
3 Go To Web

At the same time, a window will pop up to ask for user name and password for

camera configuration.

@ hitp://192.1681.174/ r C=aE
I~ i
@] £ hitp://1921681.174/ ~ [ 42 [ x ||| vahoo o -
P s [ — — >»
7.7 Favorites } @ nttp://192168.1.174/ ’ ‘ - v [] @ v Pagev Safetyv Toolsv @~
{ Y
Windows Security M
The server 192.168.1.174 at Brickcom FB-100Ap requires a username and
password.
Warning: This server is requesting that your username and password be :
sent in an insecure manner (basic authentication without a secure
connection). l
(]
N
' lUser name ] !
/ "
! |Password J
K 1
[] Remember my credentials ]
"
OK Cancel I
[ ] [ ancel ] |
(]
N
I
"
|
Waiting for http://192.168.1.174/. wowsm ' Unknown Zone | Protected Mode: On 5 v ®100% v :
]
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5.1.3 Camera Status
Please select “Camera Status” from the drop-down menu of IP Camera to begin.

¥ I[P Camera
> Camera Settings

> Camera Parameter

> Camera Status

Camera Status

Camera Status
No. Camera Name Address Conn. Status Rec. Status Framerate(fps) Bitrate(Kbps)
1 174 192.168.1.174 Connected Stopped 24fps 3099.5 Kbps
2 176 192.168.1.176 Connected Stopped 24 fps 2953.1 Kbps
3 - - 0fps 0 Kbps
4 - 0fps 0 Kbps
5 z - 0fps 0 Kbps

Camera List shows connection status of recording.

Camera Status
Camera Status
Camera Status

No. Camera Name IP Address Conn. Status Rec. Status Framerate{fps) Bitrate{Kbps)
1 - - 0fps 0 Kbps

2 - - 0fps 0 Kbps

3 124 192.168.1.124 Connected Stopped 30fps 4087 .4 Kbps
4 CAM 192.168.1.11 Connected Recording 20fps 3381.6 Kbps
5 189 192.168.1.60 Disconnected Stopped 0fps 0 Kbps

6 - - 0fps 0 Kbps

7 - - 0fps 0 Kbps

8 - - 0fps 0 Kbps

9 - - 0fps 0 Kbps

10 - - 0fps 0 Kbps

11 - - 0fps 0 Kbps

12 - - 0fps 0 Kbps

13 - - 0fps 0 Kbps

14 - - 0fps 0 Kbps

15 - - 0fps 0 Kbps

16 - - 0fps 0 Kbps

7468 Kbps
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5.2 Recording & Events

Recording & Events can provide different event modes and recording schedule for
users to configure IP camera. Event & Action Management also allows users to

combine various events and its triggered actions to achieve the security surveillance.

¥ Recording & Event
> Recording Settings

> Event & Action Management

> E-Mail

If the hard disk is not installed, the following window will pop up when you click
“Recording & Event”.

& ™\
Message from webpage &J

! L Hard disk is not ready

o)

After the hard disk is ready, users can continue the following settings.

5.2.1 Recording Settings
Please select “Recording Settings” from the drop-down menu of Recording & Event
to begin.

¥ Recording & Event

> Recording Settings

> Event & Action Management

> E-Mail
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Recording Mode
Users can set the mode of “No Recording,” “Recording by Schedule” and “Always

Recording” for each connected cameras.

Recording Settings

Recording Mode Recording Schedule

Recording Mode

0 Recording

(Z) Recording by Schedule

() Always Recording All

Recording Mode Camera 1 Camera 2 Camera 3 Camera 4
Camera5 Camera 6 Camera7 Camera 8
Camera 9 Camera 10 Camera 11 Camera 12
Camera 13 Camera 14 Camera 15 Camera 16
HDD Automatic Recycle Byl % (max90,min:20)
Video Keeping Period Keep Video 7 Days

[ Apply ][ Reset ]

*  No Recording: Once “No Recording” is selected, all cameras will be disabled to
record the video.

*  Recording by Schedule: Once “Recording by Schedule” is selected, users can set
the scheduled time to record the video. Users should configure the schedule in

“Recording Schedule” section.
Recording Settings

Recording Mode Recording Schedule

¢ Always Recording: Users can select the camera or click “All” camera to apply

“Always Recording” function. The video will be recorded continuously.

DIGISTOR provides two ways to delete the recorded videos.

¢  HDD Automatic Recycle: Users can set recording percentage for keeping videos
to overwrite the oldest video files automatically. The maximum threshold is 90%
while the minimum is 20%. For example, once the threshold is set as 70% and
the storage of HDD arrives 70%, server will automatically delete the oldest
recorded videos.

* Video Keeping Period: Users can set time period for keeping videos. For
example, once 7 days is set and the storage of HDD has kept over 7 days,
DIGISTOR will automatically delete the recorded videos of the earliest day.

Click “Apply” to apply setting or click “Reset” to change the setting.
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5.2.2 Recording Schedule

Users can configure Recording Schedule to define time range for all channels.

Recording Settings

Recording Mode Recording Schedule

Recording Schedule

Camera List Schedule

© Day ) Week
— Camera List Start Time End Time
yes T O
-A76
LCamera3 Apply Options [ Select All
--Camerad
-Camera5 [Clcam1 [[lcam2 [[Icam3 [Ccam4
- Camerat [Flcams [Clcams [Clcam7 [CIcame
-Camera7
Canorag [Clcamg [Clcam 10 [Clcam 11 [Clcam12
-Camera9 [[lcam 13 [[lcam14 [Clcam1s [[Jcam 16
Camera10
~-Camera11
--Camera12
Camera13 Start Time End Time Record
-Cameral4
~-Camera15
Camera16 [CIDelete All
00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24
Ll RN RRRSRRR AR AR R R ARARARRRRRORRR AR
e R ORERRRORRR AR AR ARARARURRRRSRRR AR
Cam3||||||III|III||||||||||||

4

Select time range and channel for recording schedule and click “Insert.

Start Time End Time

Apply Options [l Select All

[Clcam2 [Clcam3 [Clcam4
[Clcam®é [Clcam7 [Clcams
[Clcam 10 [Flcam 11 [Flcam 12
[Clcam13 [Clcam 14 [Clcam 15 [Clcam 16

Insert
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After inserting time range and channel, the time/camera bar displays the selected

time.

Start Time
09:00

End Time Record
17:00 Always

| Delete All

00 01 02 03 04 05 06 O7 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

Cam1

00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

camz
cama
camé
cams
cam
cam?
cams
cams
camto
cam1
camt2
cami3
camis
camis
camto

00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

Click “Apply” to finish setting or “Reset” to rearrange time and camera channel.

& Note: A camera can set multi-recording schedule at same time.
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Start Time End Time
Apply Options [l Select All
¥ cam1 [[Jcam2 [[Jcam3 [Clcam4
[[lcams [[Icams [[Jcam7 [Clcams
[Flcamg [Clcam 10 [Clcam 11 [Clcam 12
[[lcam13 [[lcam 14 [[lcam15 [Clcam 16
E—

Start Time End Time Record
02:00 03:00 Always
10:00 11:00 Always
14:00 20:00 Always

[“IDelete Al l

00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

e [N IERRERRRERRRERRR IR ERRRERRRRRRERRR R AR

Delete
Users can erase the specific time in recording schedule by selecting the time then

click "Delete".

Recording Schedule

& Day
—'Camera List

fhome}

Camera2

Camera3 Apply Options Ml Select All

Camerad

Cameras home [Flcam2 [Clcama Clcam 4

Camacas [Flcams [Flcame [Flcam 7 Flcams

‘Camera?

e [Ccams [Clcam 10 [TJcam 11 [Ccam 12

Camerag [Fcam13 [Flcam 12 [Ccam 15 Flcam1e

S [Ccam17 [Clcam 18 [Clcam 19 [Clcam 20

Sepeaad [Ccam 21 [Clcam22 [Clcamza Clcam24

Camera12

Camera13 [Cleam2s

‘Cameratd

e

Camerat6

SoETE Start Time End Time Record
02:00 04:00 Always

Camera18

LT 09:00 16:00 Alwsys

Camera20 Flocaa o

Camera21

Ol 1 00 01 02 O3 04 0S5 06 07 08 Qf ke 17 18 19 20 21 22 23 24

i o | 1T

Camera2s camz [T R AT ETRTTATS LT TR
cema [T T T T TS
cams [T T T T T T TR TR AT AT
Cams
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Delete All
With checking the Delete All and then select the camera, users can remove the

whole recording schedule for the certain camera after click "Delete".

Recording Schedule

& Day
— Camera List Start Time

fhome] 0 vm

Camera2

Camera3 Apply Options [l Select All

Camerad

Camera5 home [Flcam2 [Clcamz [Ccama

Cemeat [Tcams Flcame [Tlcam7 [Clcams

Ca 7

Ca::a [Fcams [Tlcam 10 [Tlcam 11 [Flcam 12

Cameras Flcam 12 [Flcam 14 [Flcam 15 [Clcam 18

a0 [Fcam 17 [Fcam1s Flcam 19 [Flcam 20

Camersti [C cam 21 [Clcam22 [Clcam 22 [Ccam 24

Cameral2

Camerat3 [Clcam 25

Cameral4

Camerats

Cameral6

s Start Time 'End Time Record

e A 04:00 05:00 Always
09:00 16:00 Always

Cameral9

Camerasd Delete All

Camera21 =

Camera22 00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

Ca 23 — N TEAE TEEE TRRY S Rt

B cam [[TTTTTTTTTTITITEo0TTTTTTTITTTTIT oo 1711171111 TTTITITITITTTS

Camera2s (St (0000 R00 1080 U0R 1100 T00R DN FRUR (RN TRUR (R0 IR0 TRNE IR0 ERUREORA FRER (RN TR VA TR IR IR
(=3 (00 UHRR D00 1ER0 UNR IR0 00RO TRER (RN TRNR(ERT0RDRNRDORD ER0REORN FRER (RN TR VA TARR IR IINY
came | [T THTTOTOR R TR T TR R T TR TR TR

118



DIGISTOR

5.2.3 Event & Action Management
Please select “Event & Action Management” from the drop-down menu of

Recording & Event to begin.

¥ Recording & Event

> Recording Settings

> Event & Action Management

> E-Mail

“Event & Action Management” allows users to define alarm setting that manage
events and its corresponding trigger action. When an event occurs, NVR will perform
certain actions. This setting can strengthen security level during monitoring and

recording to notify users when necessary.

Event & Action

Event & Action

Event List Action List

#' 124 (No.3)
#' CAM (No.4)
189 (No.5)
[] Disconnected

[] Motion from Camera
(] Digital Input_1
NVR event

[C] Disconnected
[[] Recording Error
i~ [ Digital Input_1
(] Digital Input 2
[ Digital Input_3
[] Digital Input 4

YU [ WN= o

i[External event (HTTP-in)
7| [ Defined_1

[] Defined_2
i~ [] Defined 3

[[] Defined_4

[] Defined_5

| Delete All Events & Actions I

[ Apply ][ Reset ]

NVR supports different actions which can be activated when the selected events are
triggered in IP cameras. Users can configure multiple types of event for camera, and

NVR also provide various types of event for NVR system.

Disconnected
Motion from Camera

Digital Input

P w R

NVR event: Disconnected

119



DIGISTOR

5. NVR even: Recording Error
6. NVR event: Digital Input
7. External event(HTTP-in)

An event type is a set of parameters that defines different actions.
Check an event type and click “Add” to select NVR Action.

Event & Action Management

Event & Action Advance Settings Alarm Schedule

Event & Action

Event List Action List

& 51 (No.1) [Add) [ Delete Al |

[ Disconnected
| R Action Options Configure
[ Digital Input 1
5l NVR event
[ Disconnected
[ Digital Input_1
[ Digital Input_2
[ Digital Input_3
[ Digital Input_4
=" External event (HTTP-in)
[ Defined_1
[ Defined 2
[ Defined_3
[ Defined_4
[ Defined_5

Delete All Events & Action

ooy )| resei

A Note: The action will be only triggered when the action is added to the event.

1. Disconnected
You can set action as “Send E-Mail”, “Digital Output”, “User Defined Action” and
“SMS”. Once there is a connection lost with the camera, defined actions can be

triggered.
Send E-Mail
Digital Ouput
User Defined Action

SMS

* Send E-Mail
E-Mail Configuration window will pop up as you add “Send E-Mail” to action.
But there will be no contactor listed in the configuration at fist, please go to add

a new contactor in the following section “E-Mail.”

¥ Recording & Event

> Recording Settings

> Event & Action Management

After contact information is added, Contact List shows the information of Name
and E-Mail. Select Contact List and Apply Options for cameras. Then please click
“Ok” to finish E-MAIL Configuration.
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If “Attached with the snapshot” is enabled, the Email will be sent with snapshot

of the event.

E-MAIL Configuration

Contact List

Selected Contact Name E-Mail

DIGIEVER support@digiever.com

Note: The contact can be set through (Recording & Event > Email)

Attached with the snapshot

110 [[Icamera 2 [[Jcamera 3 [[Jcamera 4

[TJcameras [T]camera 6 [“Jcamera7 [T]camerag

[[Icamera9 [T]camera 10 [7]camera 11 [Tl camera 12

Appiy Options [Jcamera13 [[Icamera 14 [“lcamera 15 ["]camera 16

[ P[] camera17 [T]camera 18 ["Jcamera 19 [T]camera 20

[C1camera 21 [Flcamera 22 [[Jcamera 23 [Tlcamera 24

[[1camera 25

Note: This option will be applied to other cameras.

Click “Apply” to finish the configuration.
E-Mail action will be triggered once per 20 seconds as the event is happening,
which means if an event is lasting for one minutes, NVR will send email 3 times

per every 20 seconds.

* Digital Output
Digital Output Configuration window will pop up as you add “Digital Output” to

action.
Buzzer can be enabled up to sound for 60 seconds.

& Note: User can press “USB BACKUP” button on the front panel of NVR for
one second to stop the buzzer beeping.

Digital Outputl and Digital Output2 are supported by other digital outputs of
server and can be enabled up to 60 seconds.
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Select Apply Options for cameras to finish the configuration.

. .
2 Action Digital Output Configuration - Webpage Dialog [

I €] http://192.168.1.245/cfg_event_buzzer.htm I

Digital Output Configuration

Buzzer Enabled | abled /Time: 60 v sec.

plsi= IRl TNaR = ELIEL] (7] Enabled /Time: 60 v sec.

sl = IRl PA= ELIEGE (7] Enabled /Time: 60 v sec

Camera 1 [[Icamera2 [[Jcamera3 [CJcamera4

[CIcamera5s [“Icamera 6 [“Jcamera7 [CIcamera8
Apply Opﬁj ':; [CIcamerag [Clcamera 10 [TIcamera 11 [T]camera 12
[Tlcamera 13 []camera 14 [l camera 15 [Icamera 16

Note: This option will be apply to other cameras

http://192.168.1.245/cfg_event_buzzer.htm & Internet | Protected Mode: On

*  User Defined Action
User Defined Action allows users to send the specific HTTP command out when
an event is triggered in order to manage devices such as power controller,

fire/smoke protection device, etc.

e ™
2 Action Digital Output Configuration -- EE 1= u

User Defined Action Configuration -
_,——

Action Name

IP Address

Port

m

101 [“] camera 2 [“I camera 3 [“] camera 4
["] camera 5 [“Icameras ["] camera 7 [ camera 8
[“] camera 9 ["] camera 10 [“] camera 11 [Tl camera 12
ADply Opfions ["] camera 13 ["] camera 14 [“I camera 15 ["] camera 16
LY [T]camera 17 ["] camera 18 ["| camera 19 ["] camera 20
["] camera 21 ["] camera 22 ["] camera 23 ["] camera 24
["] camera 25

Note: This option will be applied to other cameras.
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e SMS
SMS stands for Short Message Service. Users can be notified by short message
service while the event is triggered. The service is supported by Clickatell and
users need to register for the service. It supports only for English message

currently.

Settings:
1. Fill out the correct username, password and API ID about SMS server.

2. Select country and input cell phone number.

3. Put the message for sending out to the cell phone.

4. Users can test whether the account information and cell phone is correct
before application.

5. Click “OK” to complete the parameters settings.
SMS Server and Notification Settings
e —

SMS Service Provider

Usernanm ¢

Passwor¢

SMS Server API IC

Cell Phone No."

Taiwan (+886)
Cell Phone No.:

Messas¢

2. Motion from Camera
You can set action as “Event Trigger Record,” “Send E-Mail”, “Digital Output”, “User
Defined Action” and “SMS.” Once a motion is detected by camera, various actions

can be triggered.

Event & Action Management

Event & Action Advance Settings Alarm Schedule
Event & Action
Event List Action List
= 51 (No.1) Delete Delete All
~ [[] Disconnected Event Triggered Recording

, Send E-Mail

H 2 Configure
- [C] Digital Input_1

L e
Digital Output
E NVR event l;:nesr Defined Action

- [[] Disconnected
- [C] Digital Input_1
- [C] Digital Input_2
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*  Event Triggered Record

Event Triggered Recording

You can enable Event trigger record and Video Clip.

Event triggered record: When event is triggered, DIGISTOR records video and
records every five minutes as the event continues happening.

Video Clip: Video clip will be sent by E-mail and you can change the Pre-time
and Post-time through “Advanced Settings.”

Event & Action Management

Event & Action Advance Settings

Select cameras in Apply Options field to finish the configuration.

r N
& | Event Trigger Record Configuration -- Webpage Dialog &

‘E http://192.168.1.245/cfg_event_record.htm '

Event Trigger Record Configuration

Event trigger record nabled

© Enabled () Disabled
Note: Video clip will be sent to email

VideoClip o

Pre-time: | J sec. / Posttime: 3~ sec.

Note: Time can be changed through (Advance Settings)

Camera 1 [Tlcamera2 [Flcamera3 [Icamera 4

[Clcameras [CIcamera 6 [[Icamera7 [Flcamera8
Apply Opﬁ):; [Clcamera 9 [7]camera 10 [Tl camera 11 ["camera 12
[Clcamera 13 [l camera 14 []camera 15 [Tl camera 16

Note: This option will be applied to other cameras

http://192.168.1.245/cfg_event_record.htm & Internet | Protected Mode: On

3. Digital Input

You can set action as “Event Trigger Record,” “Send E-Mail” and “Digital Output”,
“User Defined Action” and "SMS.” Once Digital Input is detected from camera,
various actions can be triggered.
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Event & Action Management

Event & Action Advance Settings Alarm Schedule

Event & Action
S 51 (No.1)
~ [C] Disconnected Event Triggered Recording
e | I
£ NVR event User Defined Action

SMS

- [[] Disconnected
[T] Digital Input_1

- [[] Digital Input_2

- [[] Digital Input_3
[7] Digital Input 4

4. NVR event : Disconnected
You can set action as “Digital Output.” Once there is a connection lost to the system,
the actions can be triggered.

Event & Action Management

Event & Action Advance Settings Alarm Schedule

Event & Action

Event List Action List

& 51 (No.1)

[7] Disconnected Digital Output
[T] Motion from Camera
A - [[] Digital Input_1
El NVR event

MSlDisconnected

Configure

5. NVR event : Recording Error
You can set action as “Send E-Mail” and ”"SMS.” Once NVR fails in recording, the
actions can be triggered.

Event & Action

Event List

I 124 (No.3) clete || Delete All
CAM (No.4) Send E-Mail
= 189 (No.5) j SMS Configure

[] Disconnected

+

#

[] Motion from Camera
| [ Digital Input_1
= NVR event
| I [] Disconnected

e o e - e
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6. NVR event: Digital Input
You can set action as “Event Trigger Record,” “Send E-Mail” and “Digital Output”,
“User Defined Action” and ”SMS.” Once Digital Input is detected from camera,
multiple actions can be triggered.

Event & Action Management

Event & Action Advance Settings Alarm Schedule

Event & Action

£ 51 (No.1) Delete || Delete All

- [0 Disconnected Event Triggered Recording
 [C] Motion from Camera — S?’Td E-Mail e
[C] Digital Input_1 Digital Output
5 NVR event User Defined Action
SMS

- [C] Disconnected

B0 gia input 1

- [C] Digital Input_2
[C] Digital Input_3

L [C] Digital Input_4

E- External event (HTTP-in)
[C] Defined_1

i [[] Defined_2

7. External event(HTTP-in)
You can set action as “Event Trigger Record,” “Send E-Mail” and “Digital Output”,
“User Defined Action” and ”SMS.” Once Digital Input is detected from camera,

multiple actions can be triggered.

Event & Action Advance Settings Alarm Schedule

Event & Action
Event List Action List
£ 51 (No.1) Delete || Delete All
| [7] Disconnected Event Triggered Recording
- [C] Motion from Camera At Send E-Mail
~ [C] Digital Input_1 Digital Output
E' NVR event User Defined Action

SMS

- [C] Disconnected
-~ [C] Digital Input_1
-~ [C] Digital Input_2
- [ Digital Input 3
[ Digital Input_4
E- External event (HTTP-in)
el

~ [] Defined_2

- [] Defined_3

- [[] Defined_4

“ ] Defined_5

[ Delete All Events & Action ]

[ apply |[ Reset |
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Event could be triggered by external HTTP-in CGl command. It allows users to define
up to 5 different HTTP-in events. With the “External Event”, users can set its actions
just like other events

The format of external HTTP-in event CGl :
http://<NVR_IP>/login.cgi/cqi_main.cgi?cgiName=event _ipc.cgi&eventName=Defined <int>
- <NVR_IP> is the IP of NVR that command need to be delivered to.

- <int> is defined for what number (1~5) of external HTTP-in event need to be
triggered.

For example :

http://192.168.1.245/login.cgi/cgi_main.cgi?cgiName=event ipc.cgi&eventName=
Defined 3

- The CGl is for sending message to the NVR with IP 192.168.1.245 and trigger the
external event #3

Finally, please click “Apply” to execute all settings.

5.2.4 Advanced Setting

Event & Action Management

Event & Action Advanced Settings Event Schedule

Advanced Settings

Action Triggered Interval ec

Seconds before event being triggered. ec. Start Recording Video

Seconds after Eventec. Stop Video

Seconds before event being triggered. sec. Start Recording Video

Seconds after Event sec. Stop Video

Event Triggered with Audio Ml

Video Clip

Recording Settings

Tip: When 'Event Triggered with Audio’ is enabled, the audio of all cameras will be disabled to do recording until
the eventis triggered. And when the event stops, the audio will be disabled again accordingly. All above will not
influence the audio function in liveview.

[ Apply ][ Reset ]

*  Action Triggered Interval
Users can set interval when an action is continuously triggered.

* Video Clip and Recording Settings
Users can set Pre-time of record and Post-time of record for video clip and event
recording.
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Pre-time of record can up to 300 seconds before the event is triggered and

Post-time of record can up to 300 seconds after the event ends.

*  Event Triggered with Audio
Users can set up whether Audio is recorded only when an event is triggered.
When “Event Triggered with Audio” is enabled, the audio of all cameras will be
disabled to do recording until an event is triggered.
When the event stops, the audio will be disabled again accordingly.

Click “Apply” to apply setting.

5.2.5 Alarm Schedule

Users can setup the event detection for certain period of duration.

Setup the alarm schedule
A. Enable the event detection in “Event & Action” by clicking any of the event

checkbox.

Event & Action Management

Alarm Schedule

Advance Settings

Event & Action

Event & Action

Camera Event

2 130Np (No.1)
[“|PDisconnected
|Motion from Camera
[ |PDigital Input

A Note: It will automatically start the alarm schedule with “always” mode.

B. Go to the alarm schedule setting page to setup.

Event & Action Management

Event & Action Advance Settings Alarm Schedule

Alarm Schedule

" Day

= Camera List

. B B - -
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C. Setup the alarm schedule.

Event & Action Management

Event & Action

Alarm Schedule

Camera List

© Day ) Week
— Camera List

Camera2
Camera3
Camera4
-Camera5
Camera6
Camera7
Camera8
-Camera8
Camera10
Camera11
Camera12

Camera13

Advance Settings Alarm Schedule

Schedule

Start Time End Time

Apply Options M Select Al

[F151 [[lcam2 [[lcam3 [Flcama
[Clcams [CIcams [Flcam7 [Clcams
[[lcamg [CIcam 10 [Clcam 11 [[lcam 12
[Clcam 13 [[cam 14 [CIcam 15 [CIcam 16
[[lcam 17 [[lcam18 [Clcam 19 [Flcam20
[Clcam21 [[cam22 [[lcam23 [Clcam24
[[lcam2s

Select the type of alarm Schedule

® By Day

Event & Action Management

Event & Acton Aziance

Alarm Schedule

1. Select the camera

2. Designate the time period

3. Click Insert button to be effective

4. Designated duration will be displayed

5. Designated duration is shown on chart

Press “Apply”

129



DIGISTOR

® By Week

Recording Schedule

| T Ty

Apply Options B Select Al

veanoscey 4 i — =
et cams lcams lcam7 [“lcama
ICamso lcam 10 Cam 11 Cam 12
I cam 12 Cam 14 cam1s Cam 16
| cam 17 | cam 18 cam 19 [] cam 20
] cam 21 cam22 [l cam23 cam24
| cam 25
5
r“ EngTme Tocord,
6 00:00 08:00 Always
11:00 18:00 Always

| Delote AN
+ Camerat4 5

+ Camerats

1. Select the schedule as “Week”

2. Select the day for the specific recording schedule
3. Designate the time period

4. Select the camera for adaption

5. Click insert to be effective

6. The designated duration will be displayed

7. The designated duration will be shown in chart
Press “Apply”

Remove the alarm schedule

Remove the certain period of duration

2

WOIWGJMMNOILMWIIl7lll‘l\lo"lll@)ﬂ)l”)lu

cam | |11 1ROV Dmeoontobottttoooeons | ssspsbipvpin | |

[C] Delete AN

00 01 G2 03 O4 05 06 O7 O3 09 10 11 17 13 14 15 16 17 18 19 20 21 22 23 4

D000 0D 000 1400V DURJUD 000 1R00DORDURTINRLONN AR CORTIOMO AN oo e RN AR

1. Designate the time period on chart by clicking on it
2. Click the Delete button
3. The designate period is removed

Remove all alarm periods in one camera
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;=
3[[Deiete | |

00 01 02 03 04 05 06 OF 00 10 b 17 9 20 I n

lumnnu ARAR AR reee seeY nuun»«n tessisentesnsnne “
c.m1 Imml 'III IIII |III“"M“II IR IREN TRNT SRET FRRN IRNN INNN VRNN SRR SREN IR INRV IR IIIIIJMI

[¥] Delete AR

00 0 OG0 O3 04 05 06 O7 O 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

camt (11 RTRELRTELREEE PR ER R RTEREREE TR R R R

1. Click any period of the camera
2. Select Delete All checkbox
3. Click on Delete button

4. All durations of the camera are removed

Note: It will remain the alarm schedule as “always” mode

5.2.5 E-Mail

Please select “E-Mail” from the drop-down menu of Recording & Event to begin.

¥ Recording & Event

> Recording Settings

> Event & Action Management

SMTP Server
E-Mail
-iii“ Contact
SMTP Server

EEVEELLE) smtp.mail. yahoo.com

Sender inlan353@98hoo.com.tw

LY Test (max size: 84 characters)

test for NVR A
~ {msxsize: 127 characters)

Body

Authentication XA v

b admln oneee

( appy ][ Reset ][ sendTestmail |

* Server Address: Enter the Server Address of the SMTP server.
¢ Sender: Specify sender’s E-Mail in the “Sender” field.

*  Subject: Enter the Subject.

* Body: Enter the content for Body.
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Authentication: Depending on the mail sensor, SMTP Server provides three
types of authentication. Select “Authentication” as “PLAIN”, “LOGIN”, or
“LOGIN with TLS” according to the regulation of different SMTP servers.
User name: Specify user name.

Password: Specify user password.

Click “Apply” to finish or “Send Test Mail” to check the availability.

Contact

Add contactor by entering name and E-Mail and click “Add Contact.”

E-Mail

SMTP Server

[2]
o
3
-
o
(2]
-

LEL Hannah

E-Mail inlan@?yahoo.camtw

Add Contact
Contact List

Name E-Mail

Hannah inlan@ysahoo.com.tw

Delete

( apply J[ Reset |

Contact List will show the information you entered. Please click “Apply” to finish

settings.
E-Mail

SMTP Server

[2]
o
3
-
o
(2]
-

LEL Hannah

E-Mail inlan@?yahoo.camtw

Add Contact
Contact List

Name E-Mail

Hannsah inlan@ysahoo.com.tw

Delete

( appy J[ Reset |

Result will show in the following Contactors List and users can delete the contactor or

continue to add a new contactor.
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5.3 Disk Management

DIGISTOR can create new RAID disk or delete/ format the RAID disk. Also, users can
manage DIGISTOR’s storage device for data transmission and file sharing service.
¥ Disk Management

> Disk Management

> Filesystem Management

> File Sharing Service

5.3.1 Disk Management
Please select “Disk Management” from the drop-down menu of Disk Management

to begin.

¥ Disk Management

> Disk Management

> Filesystem Management

> File Sharing Service

1. Disk Information
When there is no hard disk installed in DIGISTOR, the page will show “Disk

doesn’t exist.”

Quick Configuration - Disk Management

Diskinformation | Ceae | Dol |

Disk doesn't exist

[ Back J[ mext |

The steps for creating and deleting hard disk, please refer to the disk management of

Quick Configuration.

Please select “Disk Management” from the drop-down menu of Quick configuration

Configuration Utility

¥ Quick Configuration

to begin.

> Start

> Network Settings
> Server Settings
> Date & Time

¥ Quick Configuration

> Camera Settings

> Quick Configuration > Finish
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5.3.2 File System Management
Please select “File system Management” from the drop-down menu of Disk

Management to begin.

When there is no hard disk installed in the NVR, the page will show “No Filesystem.”

¥ Disk Management

> Disk Management

> Filesystem Management

> File Sharing Service

Filesystem Management

No Filesystem

== —@ e

Once the hard disk is installed, the filesystem will show the volume of RAID as below.

Filesystem Management

El Filesystem List
Volume1 [458.44 GB,RAID A ]

Filesystem List Filesystem Information

WEGEE Volume

(o EE 1Vl 458 44 GB

SRR MEEELER 1.41 GB, 0.3%

(D[VCH RAID A

Status QATHIE

Filesystem provides an efficient method to organize data expected to be retained

after a program is terminated by providing procedures to store, retrieve and update

data, as well as manage the available space on the device.
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5.3.3 File Sharing Service
Please select “File Sharing Service” from the drop-down menu of Disk Management
to begin.

¥ Disk Management

> Disk Management

> Filesystem Manag

> File Sharing Service

Arrange data transmission service including Windows Networking and FTP service.
When there is no hard disk installed in the DIGISTOR, the screen will show “No
Filesystem.”

Windows Networking FTP Service

No Filesystem

1. Information
Once the hard disk is installed, the filesystem will show status as below. Turn On or

turn off sharing service to enable or disable Windows Networking and FTP service.

File Sharing Service

Windows Networking FTP Service

Service List

Windows Networking ON Disabled Link
FTP Senice OFF Enabled

After the service is enable, by using link button on the File Sharing Service page,

users can open the dialog of windows to share service and FTP service directly.

File Sharing Service

Information FTP Service

Windows Networking

Service List Status

-

Windows Networking

FTP Senvice
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2. Windows Networking
In Windows Networking field, users can enable or disable the services and Computer

Name is already shown. Computer Description and Domain or Workgroup Name

can be changed.
File Sharing Service

Information Windows Networking FTP Service

Windows Settings

nabled ) Disabled
(1l NEEVEEN DIGISTOR-4225 Pro

Computer Description BNV/=3

Domain or Workgroup Name

3. FTP Service

File Sharing Service

Information | Windows Networking |m

FTP Settings

EEEEN () Enabled @ Disabled

Command Port @24

Passive Ports [RIP)1 ~ 65535

Client Coding Type SyIE]] ol

( apply J( Reset |

In FTP Settings, users can enable or disable FTP Services. User can arrange Command

Port and Passive Port and configure language interface in Client Coding Type.

Please click “Apply” to finish FTP settings.
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5.4 Cloud

Please select “Dropbox” from the drop-down menu of Cloud to begin.

v Cloud

5.4.1 Setup Dropbox Service
Please click “Apply” to start Dropbox webpage connection and to establish a folder
in Dropbox.

Dropbox Service

Dmpbox

Configuration Setup

_ eeEm |

At the same time, a window will pop up to ask users to sign in account.

£ Drophox

Sign in (or create an account)

Password

O Rememberme EX

Forgot your password?

Another window will pop up to enter Dropbox password again to connect NVR.

“ Enter your Dropbox password to link this host to your account.

Password:| eeeeesee Py
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After successfully connecting with NVR, Dropbox will automatically create a file

named “Dropbox”.

%7 Dropbox Qg Dropbox & @8 @ @ |Q, Search Dropbox
sl PhotOS
= Name 4 Kind Modifled
(@ sharing —
dropbox folder -

@ Links
@ Events Muse - The 2nd Law (2012) folder -
‘29 Get Started

E Photos folder -

*  Quit Setup
When NVR is accessing to Dropbox, the NVR will display as below:

Dropbox

Configuration Setup

I Apply Il

If users want to cancel the Dropbox setting, please click “Apply” to remove

setup.

5.4.2 Share Files to Dropbox Server

Users can move the files from Public or Videodatal to Dropbox folder in order to
share files to the clouds.

. < L ry— - n A

T
QU" » 5% » 10404108 )

E8EE v BEAdiveDirectory  EEAZETL

23

Wil
£}

W ENEE
3 TE Propbo
o SE L Public
H BENUE Tttt

H

B CH
48 d8 d

5.4.3 Remove Configuration and Online Sync
Please press “F5 button” on the keyboard to refresh the webpage. You can see the

webpage as below:

Dropbox Service

i

Configuration Setup

Online Sync

Enabled il rP"’Pj’;"E&“}’:]
EIEUTEY (dle
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1. Remove Configuration and Data

Please Click “Apply” to remove Dropbox service from NVR. All configuration and data
of Dropbox in NVR will be deleted.

Dropbox Service

sl
Configuration Setup

2. Online Sync
Users can choose whether NVR automatically synchronizes with Dropbox.
If users want to enable synchronization, please check “Enable ” and click “Apply.”

If users want to disable synchronization, please uncheck “Enable ” and click “Apply.”

Online Sync

Enabled Dropbox Folder
Status (L1

Dropbox Folder

Users can click “Dropbox Folder ” to open the folder directly.

: A — "
L ————————— e -

o, BIE )y 10404198

4l AV AtveDreciory  REES

3
am

FU LEE Pt ] ]

L mnER -
:
& Publc -

L RONCR £ vdeodatal

A warning will pop up when the folder cannot open. Please enter the same Lan
domain as NVR.

(==ms ) |

Connection failure!

$ It may happen due to the Internet Explorer failed to access during
the data transfers.
Please try to type link "4,192.168.3.84 " in windows networking.
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5.5 Network Setup

¥ Network
> Network Setup

> Network Service

> DDNS

5.5.1 Network Setup

Please select “Network Setup” from the drop-down menu of Network to begin.
¥ Network

> Network Setup

> Network Service

> DDNS

This section explains how to configure network connection with NVR.

1. Information

Network Setup

.Hﬁm Setup Port Setup

Network Information

(LN IV EIREY DIGISTOR-4225 Pro

Primary Domain Name Server RErPREEAR]

Secondary Domain Mame Server

Network information displays present network configuration including: Computer

Name, IP address, Subnet mask, Default Gateway, Primary and Secondary DNS.

2. Setup

NVR supports dual IP to set up different network environments in network settings.
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Shared IP

Network Settings

Network Interfaces  RORCTEI-GE] t Seperated IP

LAN 1

DS-20107aae7614

LELEGETS O obtain an IP address automatically|[® speciy an 1P address

Computer Name

(LU LIECE | 192.168.1.245

S IERRY | 255 255.255.0

Default Gateway IP Address |REPELHERE]

Primary Domain Name Server |REVR (R

S — |

(_ apply J(_ Reset

Users can rename Computer Name and to assign DHCP or Static IP.
. DHCP: Obtain an available dynamic IP address assigned by a DHCP server. If this
option is selected, DIGISTOR will automatically obtain an available dynamic IP

address from the DHCP server when connecting to the LAN.

. Static IP: If no DHCP server exists in the networking environment, the IP address
will be given as 192.168.1.245. It should be sufficient in most network
environments, and users can maintain the default IP address or alter IP address
in this page. However, it’s recommended to sett different IP address of DIGISTOR

if there is more than one DIGISTOR in the network.

Separated IP

Network Settings

Network Interfaces [NORHECH T (O] SeperatedIPI

LAN 1

(ol T CINEINEY | DS-20107aae7614

LGB (@) Obtain an IP address automatically () Specify an IP address

IP Address

Subnet Mask

Default Gateway IP Address

Primary Domain Name Server

Secondary Domain Name Server

LAN 2

( Apply ][ Reset ]
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Please enter two IP address to in LAN1 and LAN2 to set up different network

environments.

3. Port Setup
Please set up transmission port to access DIGISTOR. Default port for DIGISTOR
connection is 80.

Network Setup
Information Setup Port Setup
Settings
| |

5.5.2 Network Service

Please select “Network Service” from the drop-down menu of Network to begin.
v Network

> Network Setup

> Network Service

> DDNS

1. Black/ White List

Network Service

Black/White List uPnp

Black/White List

LULLEY () White List ) Black List

to
(&g
IP Range
No. IP Address Access Delete

Edit White or Black List to allow or block different IP address.

Black/White List

O (UE] () White List () Black List

to

IP Address Access Delete

[ apply J[ Reset |
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As White List is enabled, a window will pop up to make sure the execution.
f Message from webpage &‘

Note: When the white list enabled, you can't access the device. If you
:L\ still want to access device, you need to add you IP address into white
list

As Black List is enabled, a window will pop up to make sure the execution.

5 = My
Message from webpage M

Note: If black list is enabled and your IP address in the blacklist, you
:lg can't access the device next time

Please enter the IP address range to add to White List or Black List.

'@ White List () Black List

192.168.1.10 41 192.168.120 =
Add

& Note: The above IP address is only an example for reference. User is
recommanded to add White List or Black List carefully according to
different demand. Also, user can set either White List or Black List in the

same time.

After the White List or Black List is added, the following information will display the

accept access or deny access. You can also delete the list.

© White List () Black List

to

IP Address Access Delete

192.168.1.10-192.168.1.20
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() White List @ Black List

to

IP Address Access Delete

1 192.158.1.10-192.158.1.20

2. UPnP

Network Service

Live View & Playback Service -ili-

UPnP

Enabled
SELAVEER DIGISTOR-4225 Pro (max size: 32 characters)

Enable or disable UPnP search.

Rename UPnP.

& Note: The maximum character limitation for UPnP Name is 32 characters.
Please click “Apply” to execute the settings.

5.5.3 DDNS

Please select “DDNS” from the drop-down menu of Network to begin.

Configuration Utility Dynamic Domain Name Service
» Quick Configuration “

» IP Camera

Dynamic Domain Name Service
» Recording & Event

» Disk Management I LEAREY © ipcamjp ) nwcam.jp ) DynDNS ) no-ip
v Network .
> Network Setup
BLLECLEENTIY www.ipcam. jp (max size:32 characters)
> Network Service
Registered Info. (max size:32 characters)
> DDNS
(max size:32 characters)
» Management
e
» System

DDNS links a domain name to an IP address, allowing users to easily access their

camera even with a changing IP address. DIGISTOR NVR are compatible with four
DDNS service providers (1) ipcam.jp (2) mwcam.jp (3)DynDNS, and (4) No-IP.

&Note: Before utilizing this function, please apply for a dynamic domain account
from a DDNS provider.

144



DIGISTOR

5.6 Management

In Management, users can easily create, modify and change users' live view access
and playback access. Also, users can read various log information through log system
and quickly save or load configuration of NVR. Emergent backup of the latest video

files as well as the external input and output control can also be set here.

¥ Management
> Users Management
> Log System
> Save/lLoad Configuration

> USB Backup

> External 10 Device

5.5.1 User Management
Select “User Management” from the drop-down menu of Management to begin.

¥ Management
> Log System
> Savel/Load Configuration
> USB Backup

> External 10 Device

NVR can be accessed by multiple users simultaneously. Except the built-in
Administrator account (user name "admin" and password "admin"). Administrator
can create other Power User and User accounts. Administrator possesses the highest
privilege, compare to Power User and User. And Power User and User can be given

different privilege of live view and playback of different channels.

1. Create User

Please go to Create User page

*  Power User

Enter a user name and password in “User List” and select a group from the “Group”
drop-down list to assign a new power user.

Live View Access and Playback Access are selected automatically for Power User.
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Users Management

mlﬂ Modify Users Change Password

User List

SECIANEIGER Hannah

Password TTTTTTT T

Group power user v I

LAl

|| Channel 1 || Channel 2 || Channel 3 [/ Channel 4
|| Channel 5 || Channel 6 || Channel 7 ! Channel 8

Live View A

/I Channel 9 [/IChannel 10 [/ Channel 11 /| Channel 12
|| Channel 13 || Channel 14 || Channel 15 || Channel 16

PTZ Control |10 Control

AN

I Channel 1 I Channel 2 I Channel 3 I Channel 4

|/ Channel 5 |/ Channel 6 [/ Channel 7 [/ Channel 8
Channel 9 I Channel 10 I Channel 11 /I Channel 12

|/Ichannel 13 |"Ichannel 14 [/ Channel 15 || Channel 16

|/ Backup Data || Delete Data

T e )

Click “Apply” to add new Power User.

Users Management

eate Users Modify Users Change Password

User List

Please wait.....

REIdl power user v

All

Channel 1 Channel 2 Channel 3 Channel 4
Channel 5 Channel 6 Channel 7 Channel 8
Channel 9 Channel 10 Channel 11 Channel 12
Channel 13 Channel 14 Channel 15 Channel 16

PTZ Control 10 Control

All

Channel 1 Channel 2 Channel 3 Channel 4
Channel 5 Channel 6 Channel 7 Channel 8
Channel 9 Channel 10 Channel 11 Channel 12
Channel 12 Channel 14 Channel 15 Channel 16

Backup Data Delete Data

f Apply i[ Reset ]
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After the Power User is created, user list will display the information as below.

User List

No. Name Group LiveView PTZ 10 Playback Backup Data Delete Data
1 Hannah j§poweruserf 12,3456,7,8,9,10,11,12,13,14,1516 |O o} 1,23456,78910,11,1213,14,1516 |O (o}
° User

Administrator can select a group from “Group” drop-down list to assign a new User.
Please enter a username and password in “User List.” And select Live View Access
and Playback Access for the new User.

Users Management

Advance Settings
= > — —>—>>>——

User List

No. LiveView PTZ 10 Multi-Server Playback

Create Users

Usemame

Password

e did User v

@51 [¥IChannel 2 [¥Ichannel 3 [¥Ichannel 4
[¥IChannel 5 [V Channel 6 [¥IChannel 7 [¥IChannel 8
[vIchannel 9 [¥channel 10 [¥|channel 11 [v| channel 12
Live View Access [REAEUIERES [7|Channel 14 [¥|channel 15 [V Channel 16
[v]channel 17 [¥|channel 18 [¥|channel 19 [v| channel 20
[¥channel 21 [V channel 22 [¥|channel 23 [¥] channel 24
Channel 25

PTZ Control (V110 Control [¥] Multi-Server
[l an

@51 [¥IChannel 2 [¥IChannel 3 [¥IChannel 4
[¥IChannel 5 Channel 6 [¥IChannel 7 [V Channel 8
[¥Ichannel 9 [¥|channel 10 [¥channel 11 [vIchannel 12
FlaybackAccess G IMIEEEY [7IChannel 14 [¥Ichannel 15 [¥] Channel 16
[¥]channel 17 [¥|channel 18 [¥Ichannel 19 [¥channel 20
[¥]channel 21 Channel 22 Channel 23 Channel 24

Channel 25

After User is created, user list will display the information as below.

User List

No. Name Group LiveView PTZ 10 Playback Backup Data Delete Data

1 Hannah |poweruser |1,23456,789,10,11,1213,14,1516

o
o

12345672891011,12,13,14,1516 |O (o}
2 Rita Iuser I 15913 (o} o] 159,13 o] (o}
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2. Modify User
Please go to Modify User page.

Select an account to modify the Power User or User.

Backup
Data

Name Group LiveView 10 Playback

1 Hannah |POYeT  |4123456789,10,11,12,13,14,15,16 | O 0 |1234567.8910,11121314,1516 |0 o)
user

2 Rita user  f159.13 | o o [15913 o o

The selected account will turn to blue and the page for modifying user will appear as
below. You can change Live View Access and Playback Access. Please click “Apply” to

proceed.

Users Management

Create Users .iiiii“ Change Password

Modify Users

User Name Jaie}

Group [T A

[Clan

Channel 1 ["Ichannel 2 [“Ichannel 3 ["] Channel 4

[¥Ichannel 5 [T channel 6 [C]channel 7 [“]channel 8
Live View Access

[“]channel 9 [“Ichannel 10 [“channel 11 [“]channel 12

[“]channel 13 [“1channel 14 ["1channel 15 []channel 16

PTZ Control [¥]10 Control

[Clan
[T channel 2 [T channel 3 [ channel 4
Channel 5 [T channel 6 [T]channel 7 []channel 8
Playback Access
! [“]channel 9 [“channel 10 [“Ichannel 11 [“channel 12
["]channel 13 ["Ichannel 14 ["1channel 15 []channel 18

After User is modified, user list will display the renewed information.

User List
Name Group LiveView 10 Playback
1 Hannah |POYer  |412345678.9,10,11,12,13,14,15,16 | O 0 [12345678910,11121314,1516|0 o
user
2 Rita user 0 o 0 0

To delete the user account, please click “Del.” from User List.
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3. Change Password
Each NVR comes with a built-in “admin” account with password “admin” for

administrators. It’s highly recommended to change the password upon the initial

login.

Select an account from “User Name” drop-down list to change password. Enter a
new password in the “New Password” and enter it again in “Retype Password. ”

Click “Apply,” the password will be changed.

Create Users Modify Users Change Password

Password Settings

User Name JEGIGTIIER

New Password {111 (max size: 15 characters)

Retype Password ifYY}

5.5.2 Log System

Please select “Log System” from the drop-down menu of Management to begin.

¥ Management

> Users Management
> Save/lLoad Configuration
> USB Backup

> External 10 Device

If the hard disk is not installed, the following window will pop up when you click “Log

System.”

s =T
Message from webpage @

‘ L.\ Hard disk is not ready

- A

After the hard disk is ready, Log system stats to record the events of the NVR and to
provide basic information for troubleshooting. Six types of log record are offered to
check: Hardware Log, NVR Log, Event Log, Current User, Historical User Log, and File

Access Log.
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*  Hardware Log
The log information in Hardware Log includes RAID creation, RAID deletion, RAID
modification, CPU, buzzer, fan, system, sensor and USB.

Log System
Har re Log NVR Log Current User History of User Log File Access Log
Hardware Log List
Date Al ~ Level Al ~ Page! ~ «« < > > Numberof Displays 20 ~
te & Time Level Message

2012/09/26 23:01:59 notice [HW] buzzer stop warning.
2012/09/26 23:01:54 notice [HW] buzzer start warning.
2012/09/26 22:38:51 notice [HW] buzzer stop warning.
2012/09/26 22:38.47 notice [HW] buzzer start warning.
2012/09/26 20:26:04 natice [HW] enable buzzer notice
2012/09/26 20:26:04 notice [HW] enable fan contral.
2012/09/26 20:23:32 notice [HW] enable buzzer notice.
2012/09/26 20:23:32 notice [HW] enable fan control.
2012/09/26 17:08:17 info [HW] RAID creation finished.
2012/09/26 16:58.50 info [HW] RAID creation started.
2012/09/26 16:58:20 infa [HW] RAID deleted.

2012/09/26 16:57.43 info [HW] RAID deleted.

2012/09/25 14:53.57 notice [HW] enable buzzer notice.
2012/09/25 14:53.57 notice [HW] enable fan contral.
2012/09/25 14:51:59 notice [HW] system poweroff trigger by power button.
2012/09/25 14:08:27 notice [HW] enable buzzer notice.
2012/09/25 14:08:27 notice [HW] enable fan control.
2012/09/25 13:52:09 notice [HW] enable buzzer notice.
2012/09/25 13:52:09 notice [HW] enable fan control.
2012/09/24 23:06:40 notice [HW] enable buzzer notice.

N NVR Log
The log information in NVR Log includes time zone, daylight, system, firmware

upgrading, configuration IP, recording files export, and storage.

Log System
Hardware Log “ Event Log Current User History of User Log File Access Log
NVR Log
Date Al ~ Level Al ~ Page! -~ << < > >» NumberofDisplays20 ~ [Save)
& Time Level Account 1P Address Message
2012109126 21:04:03 info SYSTEM LocalHost [NVR] Update DDNS server brickcom.nwcamjp successful
2012109126 21:04:03 info SYSTEM LocalHost INVR] Update DDNS server brickcom.ipcam jp successful.
201210926 21:02:41 notice SYSTEM LocalHost INVR] System s rebooting.
2012109126 20:51:56 info SYSTEM LocalHost INVR] Update DDNS server brickcom.nwcam jp successful.
2012/09/26 20:51:56 info SYSTEM LocalHost INVR] Update DDNS server brickcom.ipcam jp successful
2012109126 20:27:03 info SYSTEM LocalHost INVR] Update DDNS server brickcom.nwcam jp successful
2012109126 20:27:03 info SYSTEM LocalHost [NVR] Update DDNS server brickcom.ipcam.jp successful.
2012109126 20:24:14 info SYSTEM LocalHost [NVR] Update DDNS server brickcom.nwcam jp successful
2012109126 20:24:14 info SYSTEM LocalHost [NVR] Update DDNS server brickcom.ipcam.jp successful.
2012109726 20:22:49 notice SYSTEM LocalHost [NVR] System is rebooting.
2012109126 16:50.32 info SYSTEM LocalHost [NVR] The system time Is configured.
201210926 12:11:23 info SYSTEM LocalHost [NVR] Update DDNS server brickcom.nwcam jp successful
2012109126 12:11:23 info SYSTEM LocalHost [NVR] Update DDNS server brickcom.ipcam jp successful.
2012109126 12:06:25 notice SYSTEM LocalHost [NVR] Firmware upgrading.
2012109126 11:50:32 info SYSTEM LocalHost INVR] Update DDNS server brickcom,nwcam jp successful
201210926 11:50:32 info SYSTEM LocalHost [NVR] Update DDNS server brickcom.ipcam jp successful.
2012109125 20:48:10 info SYSTEM LocalHost [NVR] The timezone is configured.
2010/09/01 20:46:18 info SYSTEM LocalHost INVR] The system time is configured
201209125 14:54:39 info SYSTEM LocalHost INVR] Update DDNS server brickcom.nwcamjp successful
2012109125 14:54:39 info SYSTEM LocalHost INVR] Update DDNS server brickcom.ipcam jp successful
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N Event Log

The log information in Event Log includes “Camera is connected,” “The camera is

disconnected,” “Digital Input,” “Motion detected” and “Storage usage is out of

limit,” etc.

Log System

Hardware Log

NVR Log Event Log

Current User

History of User Log File Access Log

EventLog
Date Al ~ Level Al ~ |[PCamAl ~ Page 1 ~ << < > >> Number of Displays 20 ~ [E
Date & Time Level Number Message
2012/09/26 23:01:54 notice 2 [Event] Digital Input detected.
201210926 2258:23 notice 17 [Event) Camera is connected
2012/00/26 22'58:20 notice 17 [Event] Camera is disconnected.
2012/09/26 22:50:59 notice 21 [Event] Camera is connected.
2012/09/26 22:50:48 notice 21 [Event] Camera is disconnected.
2012109726 22.38:47 notice B [Event] Motion etected
2012/09726 22:36:29 natice 10 [Event) Camera Is connected
2012/09/26 22:36:25 notice 10 [Event) Camera is disconnected.
2012/00/26 22-20:33 notice 14 [Event] Camera is connected
2012/09/26 22.20:28 notice 14 [Event) Camerais disconnected.
2012109726 22.19.13 notice 14 [Event] Camera is connected
2012109726 22.19.08 notice 14 [Event) Camera Is disconnected.
2012109726 215356 natice 14 [Event) Camera is connected
2012/09/26 215350 notice 14 [Event] Camera is disconnected
2012/00/26 21:47:54 notice 23 [Event] Camera is connected
2012/00/26 21:47:32 notice 23 [Event] Camera is disconnected.
2012/09726 21:27.04 notice 14 [Event] Camera is connected
2012/09726 21:26:58 notice 14 [Event) Camera Is disconnected
2012/0926 21:26:06 notice 21 [Event] Camera is connected
2012/00726 21:26:05 notice 21 [Event) Camera is disconnected.

. Current User

The log information in Current User shows the current users logged in the NVR with

IP address.

Log System

Current User

Current User

Date & Time

2013/03/07 19:55:04

Hardware Log

NVR Log

History of User Log

Event Log

File Access Log

Account IP Address

admin 60.250.191.241

Message

[CurUSER] Access /cfg_management_log_currentuser.htm

¢  Historical User Log

The log information in Historical User Log records any user who has logged in the

NVR. For example, “Execute detect,” “Motion detected,” “FTP service is configured,”

“Account is created,” “Execute system shutdown,” etc.
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Log System
Hardware Log NVR Log EventLog Current User le Access Log

Date Al ~ LevelAl ~Page! ~ < < > > NumberofDisplays20 ~ [Save]

Date & Ti Level Account 1P Address Method Message

2012/09/26 23:21:17 info admin 192.168.1.87 HTTP [USER] Login

2012/09/26 23:20:26 info admin 192.168.1.104 HTTP [USER] Login

2012/09/26 23:07:57 info admin 192.168.1.87 HTTP [USER] Login

2012/09/26 23:07:57 info admin 192.168.1.87 HTTP [USER] Login

2012/09/26 23:07:52 info admin 192.168.1.87 HTTP [USER] Login

2012/09/26 23:00:25 info admin 192.168.1.86 HTTP [USER] Login

2012/09/26 22:59:05 info admin 192.168.1.87 HTTP [USER] Login

2012/09/26 22:58:24 info admin 192.168.1.86 HTTP [USER] The Event & Action settings is configured.
2012/09/26 22:57:45 info admin 192.168.1.86 HTTP [USER] The camera2 seftings is configured.
2012/09/26 22:57:43 info admin 192.168.1.86 HTTP [USER] Execute auto detection

2012/09/26 22:56:53 info admin 192.168.1.86 HTTP [USER] Login

2012/09/26 22:45:54 info admin 192,168.1.87 HTTP [USER] Login

2012/09/26 22:45:54 info admin 192.168.1.31 HTTP [USER] Login

2012/09/26 22:45:48 info admin 192.168.1.31 HTTP [USER] Login

2012/09/26 22:36:44 info admin 192.168.1.86 HTTP [USER] The Event & Action settings is configured.
2012/09/26 22:35:53 info admin 192.168.1.87 HTTP [USER] Login

2012/09/26 22:35:47 info admin 192.168.1.87 HTTP [USER] Login

2012/09/26 22:35:12 info admin 192.168.1.86 HTTP [USER] Broadcast UPnP Search.

2012/09/26 22:29:55 info admin 192.168.1.86 HTTP [USER] Login

2012/09/26 22:29:03 info admin 192.168.1.87 HTTP [USER] Login

*  File Access Log
The message occurred is related to other method to get in DIGISTOR such as SAMBA
or FTP.

Log System

Hardware Log NVR Log Event Log Current User story of User Log

System Connect Log

Date Al - Level Al ~ Page! ~ << < > > NumberofDisplays20 -
Date & Time evel Account IP Address Method Message Status
2012/09/26 23:25.04 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:25:02 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:25:00 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:24:58 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:24:56 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:2454 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:2452 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:24:50 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:24:48 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192 168.1.229-CH21.avi Access
2012/09/26 23:24:46 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:24:44 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192 168.1.229-CH21.avi Access
2012/09/26 23:24:42 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:24:40 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192 168.1.229-CH21.avi Access
2012/09/26 23:24:38 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192 168.1.229-CH21.av Access
2012/09/26 23:24:36 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.av Access
2012/09/26 23:24:34 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.av Access
2012/09/26 23:24:32 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:24:30 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:24:28 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access
2012/09/26 23:24:26 info admin 192.168.1.86 SAMBA [SYSCON] RecordFolder20120926/20120926-170941-171000_192.168.1.229-CH21.avi Access

Export the log files

Users can export and save log files from Log System page. And each log types
correspond to one log file.

The log content can be saved as html or txt format.
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Log System
Hardware Log NVR Log Event Log Current User History of User Log File Access Log
Hardware Log List
Date All ~ Level All ~ Page 1 > << < > >> Number ofDisplays 20 ~
Date & Time Level Message
2012/09/26 20:26:04 notice [HW] enable buzzer notice.
2012/09/26 20:26:04 notice [HW] enable fan control.

5.5.3 Save/Load Configuration
Please select “Save/Load Configuration” from the drop-down menu of Management

to begin.

¥ Management

> Users Management
> Log System
> USB Backup

> External IO Device

If the raid disk is not built, the following window will pop up.

Save/Load Configuration

Save Configuration Load Configuration

RAID doesnt exist...

*  Save Configuration

Save/Load Configuration

Load Configuration

Save Configuration

Save Configuration

ALNGEY /dev/imd0 ~

GLE Public 4

FIENEEY Test file .cfg

Save configuration will just save Camera Settings, Recording Settings, Event & Action Settings, E-Mail Settings, and Server

I Settings.

)(Reset )

(__apply

Select Volume and Folder to save configuration in a format of cfg file and specify the

File Name.
& Notice: Save configuration will just save Camera Setting, Recording Settings,

Event & Action Setting, E-Mail settings, and Server Settings.
& The configuration file is saved in NVR's Public folder, where users can find

from Windows Networking or FTP service.
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*  Load Configuration

Savel/Load Configuration

Save Configuration Load Configuration

Load Configuration

(GEGRVGEEN () |oad Default Settings @ Load Configuration

AEITGEY /dev/imd0 ~

LE Public v

File Name (PSS

Load configuration will just load Camera Settings, Recording Settings, Event & Action Settings, E-Mail Settings, and Server
Settings.

Load configuration can help users duplicate the same settings from one NVR to

another without configuring system manually. Users can select Load Type as “Load

Default Settings” or “Load Configuration.”

Once you select “Load Default Settings” and click “Apply,” configuration of Camera
Setting, Recording Settings, Event & Action Setting, E-Mail settings, and Server
Settings will change to default.

When select “Load Configuration,” please browse the NVR folder to find the saved

configuration. Once file name displayed, click “Apply” to load configuration.

5.5.4 USB Backup

Users can preset the latest duration and channels of USB Backup button on Remote
Web Browser for quick backup the latest video files locally in the future. With USB
Backup button setting, when users inserts USB device or USB type DVD burner into
the USB port in the NVR (front panel backup area) and press “USB BACKUP” for 3
seconds, NVR will execute USB backup and the latest video files will be duplicated.
During the backup process, USB LED indicator will blink with blue light. When the
NVR finished duplicating the data to the USB device, the blue light will fade away.

& Note: If any error occurs, including USB Backup function not enabled, USB LED

indicator will show red to warn.
& Note: USB device format should be FAT32 file system.
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To enable the USB Backup button function and to setup the USB Backup button's

channels and the latest time duration for future duplication, please select “USB

Backup” from the drop-down menu of Management

¥ Management
> Users Management
> Log System
> Savel/Load Configuration

> USB Backup

> External 10 Device

USB Backup Button Setting

*  USB Backup button function can be enabled or disabled, for security concern.

*  The latest duration of recordings: Users can set a maximum of days and hours
to backup the latest video files.

*  Channel Selection: Users can select certain camera channels or click “All”

channels for future backup, and click “Apply” to finish configuration.

Enabled ||

Latest Recording Information U] day 3 hour

@51 [v|camera 2 Camera 3 [v|camera4
[V|camera 5 [V|Camera 6 [V|camera7 [V|camera 8
[v|camera 9 [¥|camera 10 [v|camera 11 [v|camera 12
Channel Selection [ = =t 3
Hal [V]camera 13 [vicamera 14 [V|camera 15 [v]camera 16
[vIcamera 17 [¥]camera 18 [v|camera 19 [v]camera 20
[v]camera 21 [vIcamera 22 [v|camera 23 [v]camera 24

[V camera 25

After finishing setup, users can insert a USB device or USB type DVD burner to the
local NVR to backup the latest video files.

1. USB Backup

When a USB device is inserted to the NVR, the USB Backup Device Information in
Remote Browser will show the status “Wait... .” When the USB is ready to begin, the
Device Information will show the status “Ready,” and the USB LED indicator will show
blue. If you need to delete the current data in USB, please click “Format” to delete
the current data of USB.

& Note: USB backup is supported in DS-2000 Series, DS-4000 Series, DS-4200 Pro
Series and DS-8200-RM Pro Series.
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SB Backup

Device information

UEGTNERGICRLIGE Model: SA02G Rev: PMAP

(071118 1912 MBytes

status [TETM |

Information

USB Backup

Device Information

EGTETTCRL I Model: SA02G Rev: PMAP

(o= =1l 1912 MBytes (Remaining: 1059 MBytes)
status [EITH |

[NCIELN | Format

& Note: If there is no USB inserted into NVR, the screen will show “There is no
USB device...”

USB Backup

USB Backup

There is no USB device...

Device Information

Manufacture Info.

Capacity

Status

Information

USB Backup Setting

Enabled [l

Latest Recording Information ] day 3

hour
¥s51 [¥]camera 2 [¥lcamera 3 [¥]camera 4
Camera5 Camera 6 Camera7 Camera 8
[vIcamera 9 [vIcamera 10 [v|camera 11 [v|camera 12
cnannel SEIET [V|camera 13 [v|camera 14 [¥|camera 15 [¥|camera 16
[vIcamera 17 [VIcamera 18 [v|camera 19 [v|camera 20
Camera 21 Camera 22 Camera 23 Camera 24

Camera 25

& Note: DIGIPlayer and DIGICheck will be downloaded with video files.
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2. USB Type DVD Burner

When a USB type DVD burner is inserted to the NVR, the USB Backup Device
Information in Remote Browser will show the status “Wait... .” When the USB type
DVD burner is ready to begin, the Device Information will show the status “Ready,”
and the USB LED indicator will show blue. If you need to delete the current data in

USB type DVD burner, please click “Format” to delete current data.

& Note: USB type DVD burner is supported in DS-4200 Pro Series and DS-8200-RM
Pro Series.

USB Backup Advanced Settings

DS NEEEN Model. SAD2G Rev. PUAP
(TR 1912 UBytes
Status RIS I

information

Manufachee info
i 1312 MBytes (Remaining 1059 MBytes)
SRR Reacy |

[ Format |

& Note: If there is no USB type DVD burner inserted into NVR, the screen will
show “There is no USB device...”

DVD Backup

USB Backup DVD Backup Advanced Settings

There is no USB device...

Device Information

Manufacturer Info.

Disc Info

Status

Information

USB Backup Setting

Enabled il |

& Note: DIGIPlayer and DIGICheck will be downloaded with video files.
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3. Advance Settings

Encryption of Exported Files
Users can encrypt exported files to USB or DVD device as ZIP files in remote playback.

Users need to decide password when exporting files in remote playback.

Please enable the function and click “Apply” to finish the setting.

Advanced Seftings

USB Backup DVD Backup Advanced Settings

Advanced Settings

|

Note: When this function is enabled, system will export recording file to USB or DVD device as ZIP file with
password. User need to decide password when export.

Please choose camera and time period and then export files.

& Note: Encryption of Exported Files is supported in DS-4200 Pro Series and
DS-8200-RM Pro Series.
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5.5.5 External 10 Device
Please select “External 10 Device” from the drop-down menu of Management to

begin.

¥ Management

> Users Management
> Log System
> Save/lLoad Configuration

> USB Backup

> External |0 Device
External 10 Device

Device Settings

(DLW Device 1

Device Name

IP Address Port i)

User Name Password

Model

Device List
No. Device Name IP Address Port Vendor Model Delete
1 80

Enter necessary information to add devices manually, including: Device Name, IP

Address, User Name and Password.
Click “Detect” to check whether connection is successful or not.
Please click “Apply” to finish the setting. "Vender" and "Model" will show up

automatically, if detectable.

Camera List shows all available device information including: Camera Name, IP
Address, Port, Vender and Model.

Also, Device Event will show the event originally set in the device.
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5.7 System

v System
> Device Information
> System Upgrade
> Language
> Date & Time

> Buzzer

> Reboot & Shutdown

5.6.1 Device Information
Please select “Device Information” from the drop-down menu of System to begin.

v System
> System Upgrade
> Language
> Date & Time

> Buzzer

> Reboot & Shutdown

*  System Information
System Information shows Operating System, OS Version, NVR Version, CPU,
Network Adapter, MAC Address, and Network Flow.

Locate
Click "Locate", the NVR buzzer will be triggered for 3 seconds. It helps the user to
locate the NVR.

RO a4 LN DS-4225 Pro Series

Firmware Version pAR %3
RO IR 20:10:73:8f:b5:de, 20:10:7a:8f:b5:df

L EGLESTECN Embedded Linux

(oA Linux version 3.2.29
(& 288 Intel(R) family
WP ETIET Gigabit Ethernet Card 10/100/1000 Mbps

Locate

. Enclosure Information

System Information Enclosure Information

Information
CPU temperature normal range = SBC‘ 34.0°C
System Fan Speed RUig|

Enclosure Information shows CPU Temperature and System Fan Speed.

& Note: Temperature of operation environment for NVR is 0~40°C.
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5.6.2 System Upgrade
Please select “System Upgrade” from the drop-down menu of System to begin.

v System
> Device Information
> Language
> Date & Time

> Buzzer

> Reboot & Shutdown

DIGIEVER offers new firmware for the DIGISTOR NVR to update functions. Please

download the latest firmware from the DIGIEVER website www.digiever.com and

save the firmware file to a local computer.

& Note: Please make sure the NVR model and the firmware version are correct.

After downloading the firmware file, users can upgrade new firmware from a folder

of local computer and browse the folder to upload it.

Firmware Upgrade

Firmware Upgrade

l Upgrade |

A window will pop up to ask for the folder to upload the firmware.

. -
2 Choose File to Upload [

|QU + » Libearies » Documents » - 4y earch [ ¢ P

Organizce v New foider = ow i ®

¢ Favorites . Documents library
Bl Oeshrop Includes: 2 locabons
# Downioads , Name . Date modified
2. Recent Places
i NetworkCam 10/25/2011 841 AM File folder

| Sragit 5/22/2011 30T PM  File folder

~ Libranes
Visual Studio 2008 10/21/2011 448 PM  File folder

* Documents
o' Music
e Pictures
Subversion
B videos

File name: v AllFies (") -

Open | Cancel
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After selecting the file, please click “Upgrade” to renew the NVR.

System Upgrade

Firmware Upgrade

Firmware Upgrade

File to upload C:\Users\coldest\Docume
Upgrade

5.6.3 Language
Please select “Language” from the drop-down menu of System to begin.

¥ System
> Device Information
> System Upgrade
> Date & Time

> Buzzer

> Reboot & Shutdown

DIGISTOR NVR provides different languages for users. Users can configure the
language as AUTO or other languages.

Please click “Apply” and the language will be changed.

5.6.4 Date &Time
Please select “Date & Time” from the drop-down menu of System to begin.

¥ System
> Device Information
> System Upgrade
> Language

> Buzzer

> Reboot & Shutdown
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e Setup
Date & Time

Time Zone

Date & Time

Q] 20 v- 41 vo 27

Select from the drop-down list and configure the time manually and the setting will

be effective when you click “Apply”.

o Time zone

Date & Time

Setup -m

Time Zone Setup

QUUCVALESR (GMT+08:00)Beijing, Chongging. Hong Kong, Urumgi v

[”] Adjust clock for daylight saving changes | +2 ~ | hours

ME=CNET time.stdtime.gov.tw

Set the time and date according to the correct time zone and adjust clock for
daylight saving changes for your preference.

Enter the hostname of a valid NTP server.

5.6.5 Buzzer
Please select “Buzzer” from the drop-down menu of System to begin.

¥ System
> Device Information
> System Upgrade
> Language
> Date & Time

> Buzzer

> Reboot & Shutdown
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Buzzer Settings

Select “Enable” or “Disable” to set Buzzer Notice

Once the buzzer notice is disabled, the buzzer action of digital output will not be
performed.

& Note: To stop the buzzer sound, user can press “USB BACKUP” button on the
front panel of DIGISTOR NVR for one second.

Reboot & Shutdownnd.

5.6.6 Reboot & Shutdown

Please select “Reboot & Shutdown” from the drop-down menu of System to begin.

¥ System
> Device Information
> System Upgrade
> Language

> Date & Time

> Buzzer

> Reboot & Shutdown

Reboot & Shutdown
Reboot & Shutdown

Options

© Reboot

_) Shutdown

Click “Reboot” to restart the NVR.
Click “Shutdown” to turn off the NVR.
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